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Introduction

Thank you for purchasing SERVIS IP-KVM 1p Converter (hereafter referred to as
“this product").

This product is intended to enable operating the DOS/V (PC/AT compatible) and
the SUN (USB) server (hereafter referred to as "host server") by keyboard, video
and mouse (KVM) from remote locations via a network.

It is equipped with a server connecting port to connect a host server. It is possible
to connect the KVM switch (SERVIS series) to a server connecting port. It
enables operating multiple host servers connected by KVM switch from remote
locations via network.

It also encodes data in a network with the data encryption function (SSL and
SSH) and offers safe network communications.

This product also has virtual disk function by USB connection, which enables use
of this product as a USB disk drive from host servers and realizes file to file
transfer between remote terminal units and host servers.

This product has two independent power configurations (redundant) to offer a
redundant power supply. It prevents system breakdown caused by disconnection
of the power adapter and power cables or failure of the power supply unit and its
components after in this product.

This guide provides methods for setting up, basic operations and various
functions of this product.

About this Guide

This guide contains important information regarding the safe and proper use of
this product.

Before using this product, please read carefully and understand the contents of
this guide.

After reading, retain this guide in a safe place for future reference.

We have made every effort to ensure the safety of the users and other personnel,
and to prevent property damage. When using this product, carefully follow the
instructions described in this guide.

The contents of this guide are subject to change without prior notice for the
purpose of improvement. If you have any questions or comments about this
product and the contents of this guide, contact our maintenance service
department.
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CAUTION: HAZARDOUS VOLTAGE.
SERVICE ENGINEER ONLY TO OPEN COVER.

CAUTION: FOR CONTINUED PROTECTOIN

AGAINST RISK OF FIRE.
REPLACE ONLY WITH SAME TYPE AND RATING OF FUSE.
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Precautions for Use

It is the customer's responsibility to use this product including this guide, the
device, and firmware.

Fujitsu Component Limited bears no responsibility for damages or loss of data
that may occur as a result of using this product. Also note that restitution for
damages due to malfunctioning of this product shall not exceed the total cost of
this product, regardless of the range of the damages covered by the warranty.
The firmware shipped with this product and update firmware for this product
provided by Fujitsu Component Limited must not be used with systems other than
this product, and must not be modified or disassembled.

Problems may occur with this product in the event of an instantaneous voltage
drop of the power supply due to lightning, etc.

Notes on Maintenance

This product must not be dismantled, modified, or repaired by personnel other
than our maintenance engineers. It contains dangerous, high voltage components.
Contact our maintenance department for repairs.
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Connection to Servers and Countermeasures against Static
Electricity

When attaching/removing connectors to connect the server port of this product to
a host server, ensure that host server is turned off. In addition, be sure to
discharge static electricity before connecting the cables.

Twisted pair cables (e.g. LAN cables) may be charged with static electricity
depending on your operating environment. Connecting twisted pair cables
charged with static electricity to devices including this product could cause a
malfunction or failure of the devices or their LAN ports.

Use a static eliminator or any other tool immediately before connecting, and
discharge static electricity in twisted pair cables to ground wires.

Note that if the cables remain unconnected for a long time after discharging static
electricity, they may be charged with static electricity again.

High Safety Measures

This Product is designed, developed and manufactured as contemplated for
general use, including without limitation, general office use, personal use,
household use, and ordinary industrial use, but is not designed, developed and
manufactured as contemplated for use accompanying fatal risks or dangers that,
unless extremely high safety is secured, could lead directly to death, personal
injury, severe physical damage or other loss (hereinafter “High Safety Required
Use”), including without limitation, nuclear reaction control in nuclear facility,
aircraft flight control, air traffic control, mass transport control, medical life support
system, missile launch control in weapon system.

You shall not use this Product without securing the sufficient safety required for
the High Safety Required Use. Neither Fujitsu Component Limited nor its affiliates
shall be responsible for any damages that occur to the user of this product or a
third party due to the use of this product in a situation that requires advanced
safety measures.
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Green Products

This is a "Green Product” that has met the severe environment standards of the
Fujitsu Group. It is an earth-friendly product with a low impact on the environment.

Major features
Compact and resource saving
Low power consumption

Lead free

For environmental efforts of the Fujitsu Group, visit the "Environmental Activities"
page of the Fujitsu website (http://eco.fujitsu.com/jp/).

Disposal of this Product
Dispose of this product must no be performed by the user.

When this product is no longer necessary, contact the dealer where you
purchased this product.

Conventions

The following are conventions used throughout this guide.

Font or symbol Definition

AaBbCc123 Indicates output from this product or connected devices,
which is displayed on the screen.

AaBbCc123 Indicates characters that you enter in a command line or
configuration file.

Enterd Indicates an “Enter” key you press.

Refer to Indicates a reference (chapter, section, and page number).
Indicates points to note when using this product.

AA\CAUTION
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Chapter 1 - Setup

This chapter provides information of SERVIS IP-KVM device as required for its
setup. Please make sure to read this manual before the operation.

Contents

1.1 Device Components page 2

1.2 Product Outline page 3

1.3 Parts and Functions page 4
1.3.1 Rear page 4
1.3.2 Front page 6

1.4 Installation Method page 7
1.4.1 Placing On a Level Surface page 7
1.4.2 Rack Mount page 7

1.5 Connecting Method page 9
1.5.1 Not Provided Necessary Components

page 9
1.5.2 Connection to the Host Server page 10
1.5.3 KVM Switch Connection page 11
1.5.4 Serial Console Connection page 12
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1.1 Device Components

1.1. Device Components

- Check and make sure the components listed below are included. Keep the original

shipping box for future transport of the device.

dnmes

SERVIS™ IP-KVM 1p Converter Rubber Foot...1set (4)
FX-7001NP Main Unit ... 1

RJ45-D-Sub 9-pin Conversion RJ45-D-Sub 25-pin Conversion
Adapter FP-ADO0O9RJX ... 1 Adapter FP-AD0O25RJX ... 1

Power Adapter ... 1 CD-ROM (this guide) ... 1

2 SERVIS IP-KVM
1p Converter
User’s Guide



1.2 Product Outline

1.2. Product Outline

This product is a device to connect the keyboard, mouse and video port of target
device (hereinafter called Host server) to the remote terminal unit in the remote
location via network.

dnlag

It is also able to switch and operate the multiple host servers from the remote location
by connecting to the KVM switch.

LAN (10M, 100M, 1000M Ethernet)

l Router, Fire Wall, VPN
LAN
Catb
RJ45
Cats P
RJ45

P

QD

Remote Terminal Network

Catb
RJ45
IP

|

@E

Router, Fire Wall, VPN

Local

KVM Switch

Remote Terminal

Host Server
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1.3 Parts and Functions

1.3. Parts and Functions

1.3.1 Rear
g 3) (8) (9)
N
;] © ©

1) ) (4) OENONG

(10) (11) (12) (13)
(1) Local Video Port

Connects the video monitor for local operation.
Connector type is female Mini D-sub15 pin.

(2) Local Keyboard Port

Connects the PS/2 keyboard for local operation.
Connector type is Mini-DING pin.

(3) Local Mouse Port

Connects the PS/2 mouse for local operation.
Connector type is Mini-DIN6 pin.

(4) Server Video Port
Connects to the host server or KVM switch to be controlled with the optional
composite cable for server connection.
Connector type is female Mini D-sub15 pin.
(5) Server PS/2 Port
Connects to the host server or KVM switch to be controlled with the optional
composite cable for server connection.
Connector type is Mini-DIN8 pin.
(6) Server USB Port
Connects to the host server to be controlled with the optional USB connection

cable.
Connector type is USB type B.

4 SERVIS IP-KVM
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1.3 Parts and Functions

(7) Ethernet Port

Ethernet connector which is compliant with 10BASE-T/100BASE-TX.
Both UTP and STP cables are available.

Connector type is RJ45 modular jack.
[ Refer to 4.2 RJ45 Connector Signal Assign (page 141)

dnlag

(8) Console Port
For RS232 Connection.

Connects to this product using this Console port and set the network at initial
installation.

Connector type is RJ45 modular jack.
Refer to 1.5.4 Serial Console Connection (page 12)
(9) Power Adapter Connector
Connects the power adapter (DC5V input).
This product can connect up to 2 power adapters, redundant configuration is
supported.
(10) Ethernet Act LED
Blinks green when a data packet is sent or received by VNC connection.
(11) Ethernet Link LED
Lights up green when the Ethernet port is linked up.
(12) Power LED 2

Lights up green when the adapter is connected to power connecter 2 and power
is supplied.

(13) Power LED 1

Lights up green when the adapter is connected to power connector 1 and power
is supplied.

SERVIS IP-KVM 5
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1.3 Parts and Functions

dnmes

1.3.2 Front

&
FUJITSU  SERVIS IP-KVM

1p Converter

Power Ethernet USsBe
[ ) [ ) [ ) [ ) [ )

1 2 Link  Act

(1) Power LED
1: Lights up green when the adapter is connected to power connector 1 and

power is supplied.
2: Lights up green when the adapter is connected to power connecter 2 and

power is supplied.
(2) Ethernet LED

Link: Lights up green when the Ethernet port is linked up.
Act: Blinks green when a data packet is sent or received by VNC connection.

(3) USB LED

Lights up green when this product and the host server is connected by USB.
Blinks green if there is keyboard or mouse input when USB keyboard/mouse
are enabled.

(4) RESET Button

Resets the CPU when this product is active.
This product will be restarted in approx. 15 seconds.

SERVIS IP-KVM
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1.4 Installation Method

1.4. Installation Method -
1

1.4.1 Placing On a Level Surface

dnlag

When placing this product on a level surface such as desk, attach the provided
rubber feet to the bottom of the device. The feet cushion shock and protect slipping.

&
|

1.4.2 Rack Mount

By using optional rack mount kit, you can mount the device on a EIA standard 19
inch rack.
[ Refer to 4.4 Optional Accessories (page 141)

Rack Mount Kit

Rack Mount Tray

S0

Tray/rack support Screws... 4

9
) (j{t@

(t@é(

Unit/tray Screw ...4
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1.4 Installation Method

Example of rack mount setting

Up to 2 devices can be mounted in an EIA standard 1U rack.

A\CAUTION

When mounting the product on a 19 inch rack, remove the rubber feet.
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1.5. Connecting Method

151
@

)

®3)

(4)

(®)

(6)

()

1.5 Connecting Method

Not Provided Necessary Components
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Composite cable for Server Connection (option)

Composite cable connects this product to the server or KVM switch.

USB Connection Cable (option)

USB cable connects this product to the server.

Video Monitor, Keyboard and Mouse for local operation.

Prepare a video monitor, keyboard and mouse for local operation.

PS/2 connection is only supported for a keyboard and mouse.

Serial console terminal

Prepare a PC with RS-232C interface (D-Sub 9-pin or D-sub 25-pin). This is
necessary in order to set the IP address for this product at initial installation.
Cat5 Cable

Prepare a Cat5 straight cable, adapted for the environment, for network
connection. Any UTP or STP is acceptable; however the cable must be
shorter than 20m.

Switching Hubs, etc.

Prepare the routers and switching hubs for network connection.

Remote Terminal Unit

Prepare a PC that supports an Ethernet connection.

A terminal device to operate the host server from a remote location.

An environment that Java applet runs on is needed. Any OS and browser are
acceptable.
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1.5 Connecting Method

1.5.2 Connection to the Host Server

Connect cables to this product, as shown below.

Video Monitor, Keyboard

and Mouse for local operation.

Composite
Cable for
Server
Connection

Power
Adapter

USB
Connection
Cable

Host Server

Cat5
cable Serial
! Console
]
1
i Network
1
]
]
i
fe——

: - _7L' Remote
Terminal Unit

10
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1.5 Connecting Method

1.5.3 KVM Switch Connection

When you combine our KVM switch and this product, connect the cables as shown 1
below. Connect the KVM cable to the local port in the KVM switch
side.
w
D
g
©

I—r ~—

Power
Adapter
Cat5 .
Cable K

Composite .
Cable for Cat5
Server Cable Serial
Connection T
! Console
1
Video Monitor, Keyboard and
Mouse for local operation. Network
! {
|
e e oo e
—_—
Remote Terminal
(Example) Rear of the KVM Switch
with 4 Ports
25 =
il 3 e 1
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1.5 Connecting Method

1.5.4 Serial Console Connection

If the COM port of serial console has a D-sub 9-pin or D-sub 25-pin connector, the
serial console can also be connected to this product with the optional D-sub—RJ45

conversion adapter and commercially available Cat5 straight cable.

dnmes

p
FP-ADO09RJX The conversion adapter to configure RS-232C cross

cable by combining Console port and Cat5 straight cable.
D-Sub side is female 9-pin.

FP-AD025RJX The conversion adapter same as FP-ADO09RJX,
but its D-Sub side is male 25-pin.

1. Connect the FP-ADOO9RJX conversion adapter (for D-sub9) to the serial
console.

Serial Console Terminal

-' — .
— — i [ Ii-
@ @q E‘CS"Q;FQQC? R Conversion Adapter
- ) FP-ADOO9RJX

COM Port (D-sub9)

2.  Connect the conversion Adapter hooked up in Stepl and Console port of this
product by a Cat5 cable.

Serial Console Terminal

12 SERVIS IP-KVM
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Chapter 2 - Basic Operation

uonesadp oiseg

This chapter provides basic operating procedure to control the host server from a
remote location via network with this product.

Contents
2.1 Basic Operation Flow page 14
2.2 Set the IP Address (For Initial Installation)
page 15
2.3 Logon to this Product page 20
2.4 Run the Java VNC page 25
2.5 Host Server Operation from Java VNC  page 29
2.5.1 Host Server Initial Setting page 30
2.5.2 VNC Menu page 32
2.5.3 Menu Window page 34
2.5.4 System ID Window page 37
2.5.5 Virtual Key Window page 38
2.5.6 Video Tune Window page 41
2.5.7 Disk Operation Window page 45
2.5.8 Take Control Window page 46
2.5.9 USB Setting Window page 47
2.5.10 KVM Menu Window page 49
2.6 Exit and Log off the Java VNC page 51
2.7 Local Operation page 53
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2.1 Basic Operation Flow

!
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2.1. Basic Operation Flow

The following provides the basic operating procedure to control the host server from

a local or remote location via network with this product.

Step 1

Connect this product to the host server
Connect this product to the host server and prepare for remote operation.

1 Refer to 1.5.2 Connection to the Host Server (page 10)

v

s N
Step 2 Set the IP address for this product.
Connect the serial console to this product and set the IP address.
[ Refer to 2.2 Set the IP Address (For Initial Installation) (pagel15)
N ‘ J
s N
Step 3 Access to this product from remote terminal.
Access to this product and enter the [User Account]
and [Pass Word] and log on.
[ Refer to 2.3 Logon to this Product (page 20)
. ‘ J
s N
Step 4 Run the Java VNC.
Run the Java VNC and prepare for host server operation.
Refer to 2.4 Run the Java VNC (page 25)
N J
s ‘ N
Step 5 Operate the host server.
Operate the host server from the Java VNC operating screen.
[ Refer to 2.5 Host Server Operation from Java VNC (page 29)
N\ J
s ‘ N
Step 6 Exit the VNC and log out.
Exit the VNC and log out.
L [ Refer to 2.6 Exit and Log off the Java VNC (page 51) .
Step 7 Operate the host server locally.

Connect the video monitor, keyboard and mouse, and operate the host server.

[ Refer to 2.7 Local Operation (page 53)

14
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2.2 Set the IP Address (For Initial Installation)

2.2. Setthe IP Address (For Initial Installation)

Set the IP address for this product using serial console at initial setting. The
operation method is described below.

H

1. Connect the console port of this product and the serial console terminal.

w
Refer to 1.5.4 Serial Console Connection (page 12) £
2.
2. Run the emulator application (Tera Term, etc.) at the serial console and specify .8
the parameter as follows. g
Condition for Communication | Value g
Baud Rate 115200bps
Data Length 8hit
Parity none
Stop Bit 1bit

3. The “login:” prompt is displayed. Enter the default administrator account: admin.

| login: admin [Enterd|

4. The “password:” prompt is displayed. Enter the default admin password: admin
(The password is not displayed)

login: admin [Enterd

password:

SERVIS IP-KVM 15
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2.2 Set the IP Address (For Initial Installation)

N

5.

The following set up menu is displayed.

NOTE: This interface is used to set network parameters and perform
certain recovery procedures, but the majority of setup and
configuration can only be done using the web interface.

Primary Ethernet Port (LAN) (00:0e:00:e€e:04:03)
DHCP is enabled. Current lease information:
IP Address: 192.168.0.2
Netmask: 255.255.255.0
Gateway: Disabled
Broadcast: 192.168.0.255

Machine name: noname
Default Gateway: <none> (DHCP: 192.168.0.1)

Commands (press one key, then Enter):
D - Disable DHCP, and use fixed IP address.
- Set IP address.
- Set netmask.
- Set network gateway.
- Set broadcast address (optional).
- Change machine name (DHCP client name).
- Reset/disable firewall, TCP ports, SNMP, RADIUS.
- Reset everything to factory defaults.
Change system admin password.
- Send ICMP ping packets (testing purposes).
- Show TCP/IP ports and servers enabled.
- Show Firmware Information.
- Revert to current settings (undo changes).
- Commit changes to configuration.
- Logout.

* ox X ¥

O=TT<VTUTNTIZTWEOZ=m=-
I

* -> These values ignored due to DHCP.

Choice:

A\CAUTION

DHCP is enabled as the factory setting. Log on this product and be sure to specify
the fixed IP address if you operate the host server from a remote location

extended periods of time.

6. To assign an IP address, disable the DHCP. The “Choice:” prompt is displayed
and enter “d".
Choice: d [Enterd
7. The following is displayed and DHCP is disabled. Press the [Enter] key.
DHCP has been disabled.
Press Enter to continue. ..
16 [ SERVIS IPKVM
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8.

10.

11.

12.

2.2 Set the IP Address (For Initial Installation)

The following is displayed. Confirmed that the DHCP is disabled.

NOTE: This interface is used to set network parameters and perform 22
certain recovery procedures, but the majority of setup and
configuration can only be done using the web interface.

Primary Ethernet Port (LAN) (00:0e:00:e€e:04:03)
D.H.C.P.: Disabled
IP Address: 192.168.0.2
Netmask: 255.255.255.0
Gateway: Disabled
Broadcast: 192.168.0.255

Machine name: noname
Default Gateway: <none>

uonesadp oiseg

Commands (press one key, then Enter):
D - Enable DHCP for dynamic IP address.
- Set IP address.
- Set netmask.
- Set network gateway.
- Set broadcast address (optional).
- Change machine name (DHCP client name).
- Reset/disable firewall, TCP ports, SNMP, RADIUS.
Reset everything to factory defaults.
- Change system admin password.
- Send ICMP ping packets (testing purposes).
- Show TCP/IP ports and servers enabled.
- Show Firmware Information.
- Revert to current settings (undo changes).
>>> W - Commit changes to configuration.
Q - Logout.

D<VITUOTIZTWDODZ =
|

NOTE: Your changes are still pending.

Choice:

Specify the IP address. Enter "i" in the “Choice:” prompt.
| Choice: 1 [Enterd

Current IP address is displayed in square bracket. Enter the new IP address
and press the [Enter] key.

| IP Address [192.168.0.8]: 192.168.0.100 Enterd |

Specify the subnet mask. Enter "n" in the “Choice:” prompt.

| Choice: n [Enterd |

Current subnet mask is displayed in square bracket. Enter the new subnet
mask and press the [Enter] key. Press the [Enter] key if the subnet mask is not
changed.

Netmask [255.255.255.0]: 255.255.255.0 Enterd

SERVIS IP-KVM 17
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2.2 Set the IP Address (For Initial Installation)

!
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13.

14.

15.

16.

17. Press the [Enter] key again after the setting and display the “Choice:” prompt.

Specify the default gateway. Enter "g" in the “Choice:” prompt.

| Choice: g [Enterd

Current default gateway is displayed in square bracket. Enter the new IP

address of default gateway and press the [Enter] key.

| Default gateway (or 0.0.0.0 for none) [0.0.0.0]: 192.168.0.1 Enterd

The “Choice:” prompt is displayed again. Enter "w" to save the new setting.

| Choice: w [Enterd

The following is displayed and the setting is changed.

Writing... Done.

Applying settings...

ethO: IBM EMAC: link up, 100 Mbps Full Duplex, auto-negotiation complete.
ethO: I1BM EMAC: MAC 00:0e:00:ee:04:03.

ethO: I1BM EMAC: open completed

SNMP agent started.

Redir Server started (br0/eth0=80, ethl=0).
rhub: No such file or directory

VNC Server: Version V1L20ES

Done.

Changes commited.

Press Enter to continue...

Enter "g" to log off. The “login:” prompt is displayed after the log off.

Choice: q [Enterd

login:

Then the network setting is changed as following value.

IP address: 192.168.0.100
Subnet mask: 255.255.255.0
Default gateway: 192.168.0.1

This is the operation method to change network initial settings.

18

SERVIS IP-KVM
1p Converter
User’s Guide



2.2 Set the IP Address (For Initial Installation)

The following table shows the items can be specified from the serial console.

Command Items

Switches enable/disable the DHCP setting.
Set the IP address.

Set the subnet mask. 2
Set the default gateway.

Set the broadcast address.

Set the device name.

Reset/disable the Firewall and TCP port settings.
Reset to the factory default.

Set the system administrator password.
Transmit the ICMP ping packet.

Display the TCP/IP port and the server.

Display the firmware information.

Reset to the former settings.

Save the current settings.

Logs off the menu.

uonesadp oiseg

ols|n|< || Tlw|n|T|z|wm|e|z|—|o

A\CAUTION

Set the IP address of this product, net mask and default gateway at initial
installation.
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2.3 Logon to this Product

2.3. Logon to this Product

The following describes how to log on to this product from a remote terminal.

1. Start up the browser at the remote terminal and access to the specified IP
address of this product by https protocols. (The following provides the

procedure for Microsoft Internet Explorer 6.0.)

This product is set as follows.

» IP Address: 192.168.0.100

» Subnet mask: 255.255.255.0
» Default Gateway: 192.168.0.1

/3 about:blank - Microsoft Internet Explorer

File Edit View Favorites Tools  Help

— n .
P Search 7 Favorites 6‘,{
[t e

\_)Back - \_) - \ﬂ |EL| ;\J

Address | https:}/192.168,0.100/

https://192.168.0.100/ ]

2. The [Security Alert] dialogue box is displayed. Click [Yes] button.

Security Alert x|

ri“l Information pou exchange with thiz zsite cannot be viewed or
? changed by athers. However, there iz a problem with the site's

zecunty certificate,

& The zecunty certificate was izsued by a company you have
niot chozen ta tuzt, Yiew the certificate to determine whether
you want to trust the cerifying authority.

e The zecunty certificate date 1z valid.

& The name on the secunty cerificate is invald or dogs not
match the name of the zite

Do you want to proceed?

Wiew Certificate |

Yes
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2.3 Logon to this Product

3. If JavaScript is disabled in the browser setting, the following [Language Select]
page is displayed. If JavaScript is disabled, this product does not operate
properly.Please enable your JavaScript and click English or Japanese.
If JavaScript is enabled, the [Language Select] page is not displayed.Refer to
the next section 4. 2

/A Language Select/ 0000 - Microsoft Internet Explorer -18] x|
y
o

Fle Edt Yiew Favorites Took Help

€ EERN S ﬂ E’I ¢ | /"‘: Search \j'\;»Favuntes €"| - -._/é 3
Address [ ] hetps:ff192.168.0.100/ I Be |k »

Select Your Language

SEEERLTIZE

uonesadp oiseg

English / Japanese

JavaScript iz required to use this product. Please enable your JavaScript and try again

COHMETI JavaScriptFERALTLE T, JavaScriptD EREFONILT Tl i,

=
[ pone TS meme
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2.3 Logon to this Product

Setting procedure of enabled JavaScript.

[ For Internet Explorer 6.0
Click [Tools] menu — [Internet Options] — [Security] tab and the
following dialogue box is displayed. Click "Custom level" button.

2 2l

General  Securty |F'rivau:_l,l| Eontentl Eonnectionsl Programsl Advancedl
Select a‘web content zone to specify it security zettings.

® ©« 0 @

Local intranet  Trusted sites  Restricted
sites

Internet

Thizs zone containg all *web sites you i |
hawven't placed in other zones =

— Security level far thiz zone

Custom
Custom settings.
- To change the settings, click Custom Level.
- To use the recommended settings, click Default Level.

| Diefault Level |

Cancel | Apply |

The following [Security settings] setting is displayed.
Check the under Scripting category enable Active Scripting, and click

[OK] button.

Secutity Settings 2l x|

Settings:

) Disable ﬂ
{3 Enablz
O Prompt
Scripking
Ackive scripting
) Disahle

) Prompk
Allow paste operations via script
) Disahle
{2 Enable J
) Prompk
Scripting of Java applets _I;I
»

o, ST Y 1Y

< |

~Reset custom setkings

Reset to IMedium j Reset |
oK I Cancel |

The following [Warning] dialogue box is displayed. Click [Yes] button.
Then JavaScript is enabled.
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2.3 Logon to this Product

4. The web page login screen is displayed. Click English or Japanese on the
center of the screen to switch the language.
The administrator account [admin] and the password [admin] are set by default.
Enter [admin] for the user name and the password and click [Login] button.

-l Login Screen - Microsoft Internet Explorer =151 x|
Eile Edit ‘View Favorites Tools  Help ‘ ;','
. ~ A N ;
OBack - i) \ﬂ @ §l | ) Search 2 Favories L 5] - i“i
Address [{Z] hittps: 122 168.0.100/login_e. htl B ks

SERVIS IP-KVM(FX-700INP Series : Version VIL20ES)
This Machine is “noname” @192.168.0.100(00:e0:00 :ee:04:03).

Username |

uonesadp oiseg

Password |

Login

English / Japanese

Download gur root public certificate

=
€] pone O = X S

Click Download our root public certificate and you can download the security
certificate.

A\CAUTION

If cookie is disabled, you can't login to the setting page. Please enable cookie and
click [Login] button.
Refer to 5.1.6 Cannot Login to the Setting Page (pagel146)
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2.3 Logon to this Product

N

The following screen is displayed. Click the menu from the menu selection in
the left and the selected contents are displayed in menu display area in the right.
The server information is displayed in the menu display area in the top page. It
is possible to confirm power status (on/off) and the video mode (screen
resolution and refresh-rate) of the connected host server.

All management/setting for this product, besides the IP address setting in the
initial installation can be specified in this web page. Log on with administrator
account to specify/manage this product.

Refer to 3.1 Network Setting (page 56)

§ noname (192.168.0.100): SERVIS IP-K¥M 1p Converter - Microsoft Internet Explorer =1 |
Eile Edt View Favorites Tools Help ‘ ,','

7 . - e | @ S 2y - 3

Qe - © - ] 2] “n ) searh 5 Favrites 407) = 3

Agdress [ ] https://192.168.0. 100]nphethe.cqifindex_e.htm R ‘L\nks E

SERVIS IP-KVM (FX-7001NP Series : Version V1L20ES )
This Machine is "noname"@192.168.0.100(00:e0:00:ee:04:03).

= Top
= WNC login
« YN login
more secure
= Network Setting
= IP Address
and DNS
» Port Numbers
» Firewall o
= SNMP Monitoring
Configuration Information
= Security Setting
= User
Management
= Idle Session Host power: ON
Timeout Wideo model: 200x600 @ 75Hz
= VMNC Operation
Setting
« YNC login and
Timer
= Disconnect all

YMNC users -

Login name‘admim(lgz 168.0
User(s) in Web login: admm*
User{s) in WHC login:

Select from a left menu the item which does a setup/work

O =0 T

[&] pone

Menu- selectlng areaj Menu-display area
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2.4 Run the Java VNC

2.4. Run the Java VNC

It is necessary to run the Java VNC to operate the host server after logging on from
the remote terminal. 2

A\CAUTION

Confirm whether the Sun Java applet is installed or not in the remote terminal to
run the Java VNC.

For Internet Explorer:
Click [Tools] menu — [Internet Options] — [Advanced] tab. Make sure
that Java Sun [Use JRE 1.x.x._xx for <applet> (requires restart)] is
checked. (x is version No.)

uonesadp oiseg

Internet Option:: 7| x|

Eenerall Se-:rityl F'rivacyl I:l:nntentl Connections | Programs  Advanced

Settings:

&] HTTF 1.1 settings |
22 HTTP 11
O Mz HTTF 1.1 thraugh prosy connections
e Jafa(Sun]
lze JRE 1.5.0_05 far <appletr [requires restart)
3, Multimedia
[ Dan't display anline media content in the media bar
Enable Automatic Image Resizing
Enable Image Taaolbar [requires restart]
Play animations in web pages
Play zounds in web pages
Play videos in web pages
O Show image download placehalders
Show pictures
Smart image dithering

@ Prirting -
a | b

Bestore Defaultz |

| k. I Cancel | Spply |

If not,
Download Java software in the following web site and install it.

http://www.java.com/ja/ (Download page for the Java software).
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2.4 Run the Java VNC

N

1. Click VNC login (more secure) in the menu-selecting area.

AJ noname (192.168.0.100): SERVIS IP-K¥M 1p Converter - Micrasoft Internet Explorer

=18]x]

Eile Edit ‘Wew Favorites Tooks Help

L]
&

Gﬁatk - - ﬂ E’I 7:\1 | /"‘: Search \i'\;»Favuntes Q"<| - .._7, = J‘i

Address Iﬁj https:/1192.16&.0.100/nph-the. cgifindex_e. html

B ‘Llnks D

SERVIS IP-KVM (FX-7001NP Series : Version V1L20ES )
This Machine is "noname"@192.168.0.100(00:e0:00:ee:04:03).

= Top
= YNC login
« YNC login

Select from a left menu the item which does a setup/work

Port Mumbets
Eirewall
SHMP
Configuration
= Security Setting
n Llser
Management
= Idle Session
Timeout
= YNC Operation
Setting
= WMNC login and
Timer
= Disconnect all
YMNC users -

4 o »

Monitoring
Information

Hast power: ON
Yideo model: 800x600 @ FE5Hz

Login name:admin{192.162.0,175)
User{s) in Web login: admin®*,

User{s) in WNC login: Update state

[SEED CT T S e
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2.4 Run the Java VNC

2. [VNC login (more secure) via Java applet] screen is displayed.
If the Java applet is not installed, the screen remains the same and the Java
VNC is not run. Download the latest Java software.
(Support Java version: JRE 5.0 Update 6, J2SE v1.4.2_11 JRE)

; noname {192.168.0.100): SERYIS IP-K¥YM 1p Converter - Microsoft Internet Explorer -2 5[
| & 2
W

File Edit View Favorites Tools  Help

OBack M B d @ ;\l /- ) search ‘:‘“'\}’Favontes f‘(‘ - ,’ = f‘i

Address [{Z] https: /152, 168.0.100/nph-the. caifinde_e.html = B ‘L\nks w

SERVIS IP-KVYM (FX-7001NP Series : Version Y1L20ES ) jor)
This Machine is "noname"@192.168.0,100(00:e0:00:ee:04:03), g
O
= )
= Top ©
= WNC login . = @
« ¥NC login VNC login {(more secure) via Java applet o
mMore secure =
= MNetwork Setting Please walt for a large YNC window to open, o
» [P Address S
and DS Click here to start over or reconnect.
» Part Numbers
= Firewall NOTE: Your keyhoard must be Japanese for all symbaols and keys to be handled
a SHMP | correctly,

Configuration
= Security Setfing
= User
Management Having troukle? Make sure you have the latest version of the Java plugin for your
= Ldle Session browser. Download it from here.
Timeout
= YMNC Cperation 3
Setting et
« YNC login and
Timer
» Disconnect all
VNG users -

1 — L4

Login name:admin(192.168.0.175)
User(s) in Weh login: admin®,

User(s) in VNG login: Update state

] O = X S

If the Java applet is installed, the following [Warning - Security] dialogue box is
displayed. Click [Yes] button. (Dialogue window depends on Java version)

Warning - Security il

' Do you want to accept the certificate From web site "*,jp" far the purpose
“ of exchanging encrypted information?

Publisher authenticity can nok be verified,

L 'j The security certificate was issued by a company that is not trusted.
L}

\!.J) The security certificate has not expired and is skill walid.

Yes Mo | Always |

Warning - HTTPS =l

' Hostname Mismatch
L3 The hostname in the server security certificate does not match the
name af the server,

Hostname of the URL: 192,1658.0.177
Hostname from the certificate: *.jp

Do you want to proceed?
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2.4 Run the Java VNC

3. Once the VNC window opens and the host server screen is displayed,
operation is possible.

un] [Cap=][5cr] 15 Kbps/57.1ms  Menu M-Resyn Ctl-Alt-Del VirtKeys PS/2 USE KVM KVM-RST Video-RST AutoSync

pattern.png

istart] | « WLl z:3zPm

I.Java Applet Window

Refer to the next section for details about the VNC window.

A\CAUTION

If you update the Java applet, uninstall the old version, and then install the

latest version.
If you don't uninstall the old version of the Java applet and you install the latest

version, this product may not operate normally.
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2.5 Host Server Operation from Java VNC

2.5. Host Server Operation from Java VNC

Starting up VNC, the following window is displayed and the host server operation is
enabled.

2

Menu bar-display areaj

[Cap=][5cr] 15 Kbps/57.1ms  Menu M-Resyn Ct1-Alt-Del VirtKeys PS/2 USE KVM KVM-RST Video-RST AutoSync
g - - = - - P s = arpes = sams = sams = axms = apis =

uonesadp oiseg

pattern.png

<« WLl 2:32Pm

Java Applet Window

Host server Screen Area I

The black square cursor is for the remote terminal side and white arrow is for the
host server side. The host server cursor follows the remote terminal cursor's
movement.

Remote Terminal's
Mouse Cursor

Host Server's
Mouse Cursor

A\CAUTION

To synchronize the remote terminal and host server cursor position, disable the
acceleration setting for the host server mouse.

[ Refer to 2.5.1 Host Server Initial Setting (page 30)
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2.5 Host Server Operation from Java VNC

2.5.1 Host Server Initial Setting

To synchronize the remote terminal and host server cursor position, disable the
[Acceleration] setting and the [Move to Default Button] setting.

( » For Windows OS based host servers
Click [Control Panel] - [Mouse] and display the mouse properties.
For Windows 2000

— Speed: Middle, Aceleration: None

— Snap to default: Clear the check box

Buttonsl Pairters  Mation |Hardware|

Adjust how fazt your pointer moves
Slow N\ F0 A Fast

— Acceleration

—Speed

Adjust how ruch your pointer accelerates as
© youmave it fagter

= Low ™ Medium " High

— Snap to default

F\m = pointer to the default button in dialog boxes

Clear the check bo

’TI Cancel | Apply |

For Windows XP and Windows Server 2003
— Motion: Middle,
Enhance Pointer precision: Clear the check box
— Snap To: Clear the check box

Buttonsl Puirters  Painter Options |W’heel| Hardwarel

r~ Mation

="- Select a pointeLspeed:

i~ Wizibility
I~ Display poirter trailz
Shott —————— J Lorg

E:‘ v Hide pointer while typing

™ Show location of pointer when | press the CTRL key
QK I Cancel Lpply
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2.5 Host Server Operation from Java VNC

[ > For RedHat Linux (GNOME) Based Host Server.
Click [Preferences] - [Mouse] and display the mouse preferences.

— Aceleration: Middle (For slowish side) 2

Buttons |Cursar5| Mation |

Speed
Acceleration: Slow : = =) | Fast
Sensitivity:  Low [S—/ High

uonesadp oiseg

Set the speed of your pointing device.

Drag and Drop
Threshold: Small C] Large

Set the distance you need to move your cursor
before dragging an item.

@i

A\CAUTION

When PS/2 keyboard/mouse is enabled and the host server is a Windows OS,
The mouse cursor is not synchronized before login to the server.
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2.5 Host Server Operation from Java VNC

2

2.5.2 VNC Menu

The following menu bar is displayed at the top of the VNC window.
Menu bar buttons provide various functions.

|[Nmﬂ[CdHHESUJ 15 Kbps/57.1ms  Menu M-Resyn Ctl1-ATt-Del VirtKeys PS/2 USE KWM KVM-RST Video-RST AutoSync

VNC Menu Bar

[Num][Caps][5cr]

Shows the LED status from the left Num Lock, Caps Lock and Scroll
Lock. If the LED off, it is displayed in gray.

15 Kbps/57.1lms

Shows current transmission capacity (baud rate) / delay time.

Menu

Display the menu window.
1 Refer to 2.5.3 Menu Window (page 34)

M-Resyn

Correct the difference between host server side and remote terminal
side mouse pointers position. If the USB absolute mouse enabled,
the button cannot be selected.

Refer to 3.3.3.4 Disable USB Absolute Mouse Support (page 88)

Ct1-ATt-Del
or

Strg-Alt-Entf

Input [Crtl] - [Alt] - [Delete] key to the host server.

Ctl-Alt-Del button is displayed if you select "Generic or US/English"
or “Japanese (106/109 keys)” in [Keyboard Mapping (for
localization)].

Strg-Alt-Entf button is displayed if you select “German (QWERTZ
layout)” in [Keyboard Mapping (for localization)].

Refer to 3.3.3.2 Keyboard Mapping (for localization) (page86)

Virtkeys

Display the virtual key window.
0 Refer to 2.5.5 Virtual Key Window (page 38)

P5/2

Reset the PS/2 emulation. Use this button in case the mouse pointer
or PS/2 keyboard is disabled. If the USB keyboard/mouse enabled,
the button cannot be selected.

UsB

Display the USB menu window. If the device is not connecting to the
host server by USB cable, the button cannot be selected.
Refer to 2.5.9 USB Setting Window (page 47)

KM

If using with a KVM switch, output the specified hot keys to the KVM
switch. It is not displayed in default. The button is displayed if you
select other than "Disable" in [Hot Key configuration of FCL KVM
Switch].

(Referto ! REF _Ref118884558 ¥r ¥h  ¥* MERGEFORMAT
93.3.3.11 | REF Ref118884562 ¥h r ¥* MERGEFORMAT
9 Hot Key configuration of FCL KVM Switch (page 85)

KVM-RST

If using with a KVM switch, reset the KVM switch. It is not displayed
in default. The button is displayed if you select other than "Disable" in
[Hot Key for FCL KVM Switch setting].

Refer to 3.3.3.1 Hot Key configuration of FCL KVM Switch (page
85)

Video-RST

Update the host server display area.

AutoSync

Indicates the mouse pointer's automatic correction function. Click
this indication to enable/disable the function. If the function disabled,
the indicator is displayed in gray.
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2.5 Host Server Operation from Java VNC

If you use this product with a KVM switch, click [KVM] button. The following OSD

screen is displayed.
(The following diagram shows the combination with SERVIS Multi and

FS-1004MT).

E

Select the number by cursor T or | and press the Enter key. Host servers
connected to the selected port are displayed and operation is enabled.

L

S EL ECT I OMHMN
S L AauUuveE
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2.5.3 Menu Window

Press the F7 key twice or click [Menu] button in VNC menu bar, following menu
window is displayed.

= haname

The following table shows the details about the menu window.
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2.5 Host Server Operation from Java VNC

Operation Selecting Area (Left of the menu window)

System ID

Displays the specified system information.
[ Refer to 3.4.1 Identification (page 114)

Mouse Resyn

Synchronises the remote terminal and host server cursor position. If
the USB absolute mouse is enabled, the button is displayed in gray.
1 Refer to 3.3.3.4 Disable USB Absolute Mouse Support (page 88)

PS/2 Reset Reset the PS/2 emulation. Use this button in case the mouse pointer
or PS/2 keyboard is disabled.
USB Menu Display the USB menu window. If the device is not connected to the
host server by USB cable, the button is displayed in gray.
[ Refer to 2.5.9 USB Setting Window (page 47)
Video Reset Update the host server display area.
Take Ctrl When multiple users connect to the same system and the other user
establishes the control authority, takes control authority from the user.
Only one user can operate by keyboard and mouse.
0 Refer to 3.8 Concurrent Connection of Network Users (page 136)
Video Tune Displays the Video Tune window for fixing the video image.
It is used when video tuning is performed manually.
Refer to 2.5.6 Video Tune Window (page 41)
VirtKeys Displays the virtual keyboard that provides special key
(Control-Alt-Delete, etc.) for the host server.
Refer to 2.5.5 Virtual Key Window (page 38)
Disk Ctrl Displays the disk operation window to emulate the USB virtual disks.
[ Refer to 2.5.7 Disk Operation Window (page 45)
Menu Bar Switches display/hide the menu bar at the top of the VNC window.
KVM Menu Displays the KVM menu window.
Refer to 2.5.10 KVM Menu Window (page 49)
Close Closes the menu window

Setting Display Area (Right of the menu window)

Host power: If the host server is on: On is displayed,
if the host server is off: Off is displayed.
Video mode: Displays the graphic mode setting for host server. (Example: 800 x

600 @ 60Hz)
If the host server is off: No power is displayed.

KB mouse I/F:

Displays the host server keyboard and mouse are connected whether
PS/2 or USB.

LED State: Displays keyboard LED is on/off. (If the LED is off, the menu is
displayed in gray).
Indicates each LED status, [Num] for NumLock, [Caps] for CapsLock,
and [Scroll] for ScrollLock.

Power In: Displays the connecting status of the product's power port 1 and 2.
If the power port is connected, "plugged" is displayed and "unplugged"”
for unconnected status.

My IP: Displays the IP address.

Time: Displays the specified current date and time.

Tx rate/delay:

Displays current network transmission rate and delay time.

B/W:

Specify the bandwidth control. Specify Fast: for less than 12Mbps, Avg
for less than 4Mbps, and Min for less than 700kbps.

Select "Auto" for this setting, appropriate setting is automatically
selected.

Thumbnails:

Resizes the screen image from half size down to one sixteenth by
clicking [1/2]. [1/4], [1/8] and [1/16]. Restore the image to the original
size by clicking the screen.

uonesadp oiseg
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2.5 Host Server Operation from Java VNC

Hze-H | G ) Y @ @ g

If multiple products are set up on the same network, each VNC screens is displayed
as small thumbnail images. (Select the size from [1/2], [1/4], [1/8] or [1/16] in the
menu window).

This function allows control of multiple host servers.

O e e
[Java Applet Window

|zt 3 0 5 | @y

[Java Applet Window

V() > MEDR) > AL

[dava Applet Window

|| Einoname agz16an. | dproname | &]nonome t21680.| ononame | Edip-tom t1921680.. |[Zipkvm [/ UBRGSS e

Restore the image by clicking the thumbnail screen.

36

SERVIS IP-KVM
1p Converter
User’s Guide



2.5.4 System ID Window

Click [System ID] in the menu window and the following system ID window is

displayed.

System 1D

A

Display the system ID of this product specified in Identification in the

web site.

[ Refer to 3.4.1 Identification (page 114)

i

System ID Window

Hostname: | Display the ID of this product.

Net Addr: Display the user-defined value; the DNS name for console,
etc.

Description: | Display the user-defined construction for controlled devices.

Location: Display installation site of this product.

Contact: Display the contact information; mail addresses relating to this
product, etc.

uonesadp oiseg
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2.5 Host Server Operation from Java VNC

N

2.5.5 Virtual Key Window

Click [VirtKeys] from the VNC menu bar or click [VirtKeys] in the menu window,
virtual key window is displayed.

& noname

|LNun][Cn|::=J[i-3u'] 1 Kbps/57.1lms Menu M-Resyn Ctl-ATt-Del PS/2 USE KWM

This window provides specific keys, which cannot be directly input into the host
server from the remote terminal unit (Ctrl + Alt + Del for example).

X
I"'Iutel ‘||'c|'l—| 1||'rA:|'I+| 5'IEE|J|
E E1:1—M1:—DE1|j NunLk | Presen| scrik| Pause| Power|

Caps| | Alt-Tab| ATt-F4| ShFr-alt-Tab| avt-Esc| crr1-EsC|
5h'H:—Fr'1:5:n| [tr1-|=r~1:5:n| A11:-Pr-1:5:n|
[ [ come

The layout of the virtual key window changes by "Keyboard Mapping" setup of the
Web page.
Refer to 3.3.3.2 Keyboard Mapping (for localization) (page86)

® The case of "Generic or US/English” or “Japanese (106/109 keys)”

X
I"'Iutel ‘||'c|'l—| 1||'rA:|'I+| 5'IEE|J|
E E1:1—M1:—DE1|j NunLk | Presen| scrik| Pause| Power|

Caps| | Alt-Tab| ATt-F4| ShFr-alt-Tab| avt-Esc| crr1-EsC|
5h'H:—Fr'1:5:n| [tr1-|=r~1:5:n| A11:-Pr-1:5:n|
[ [ come

® The case of "German (QWERTZ layout)”

X
Mute | Vol-| vol+| Sleep|
E Strg-Alt-Entf| Nunik| Druck| Rollen| Pauss| Power |
Caps| ATr-Tab| ATr-F4| Shfr-alr-Tab| aTr-£sc| crri-Esc|
| Open | Shift-Druck | Ctr1-Druck | Alt-Druck |
Comere
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2.5 Host Server Operation from Java VNC

® Virtual Key Input Method

By clicking the virtual keys, the items in the square frame are input to the host
server.

x| 2

Mute | vol-| Vol+| Slegp|

E c1:1-m1:-[:e1|j Numlk | Presen| scrik| Pause| Power|
Caps| Alr-Tab| Alr-F4| shfr-sir-Tab| atr-Esc| crri-esc|
Shft-Prescn| Ctrl-Prescn| Alt-Prescn|
—

® Usage of the Toggle Keys

The keys of the dark gray surrounded in the red in the virtual key window shown
below show the toggle keys. By clicking the toggle key in the virtual key window,
the key becomes a toggle key in the host server.

x|

Mute | val-| val+| Steep|
(ESC| €t1-A1t-Del| ¥ | Wunlk| PrtScn| Scrik| Pause| Power|
Caps| Alt-Tab| Alt-F4| Shft-slt-Tab| a1t-Esc| crri-sc|
[S50| shfe-Presen| cer1-Prescn| Al-Presen R-Shft
B0 [ conee

The diagram below shows the [L-Ctrl] button clicked in the virtual key window and
the key in toggle status.

x|
I'I'Iutel |||'c|'l—| \"u'l+| E'Ieepl
E c1:1-m1:-[:e1|j Numlk | Presen| scrik| Pause| Power|

Caps| Alr-Tab| Alr-F4| shfr-sir-Tab| atr-Esc| crri-esc|
Shft-Prescn| Ctrl-Prescn| Alt-Prescn|
Context

Switch focus from the virtual key window and enter "a" from the keyboard in this
status, will transmit the "L-Ctrl + a" command to the host server.

Click [L-Ctrl]] button in the virtual key window again, the toggled status is
deactivated and the button becomes normal.

A\CAUTION

Switch focus from the virtual key window to enter commands to the host
server from the keyboard.

uonesadp oiseg
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2.5 Host Server Operation from Java VNC

® Virtual Keys for Sun PC

The key surrounded in the blue in the virtual key window shown below is a key
corresponding to a Sun keyboard.

N

X
I I'-'Iutel ‘.fc:'l—l \.fc:'l+| S'Ieepll
m E Ct1—Mt—De1|j NunLk | Presen| scrik| Pause| Power|

Caps| | Alt-Tab| ATt-F4| ShFr-alt-Tab| avt-Esc| crr1-EsC|

Sth—PrtScn| Ctr*'I-Pr*tScnl A'It—F‘r*tScnl

Key Contents

Mute Input [Mute] key to the host server.

Vol- Input [Vol-] key to the host server.

Vol+ Input [Vol+] key to the host server.

Sleep Input [Sleep] key to the host server.

Help Input [Help] key to the host server. (Toggle Key)
Cmps Input [Compose] key to the host server. (Toggle Key)
Stop Input [Stop] key to the host server. (Toggle Key)
Again Input [Again] key to the host server. (Toggle Key)
Prop Input [Props] key to the host server. (Toggle Key)
Undo Input [Undo] key to the host server. (Toggle Key)
Frnt Input [Front] key to the host server. (Toggle Key)
Copy Input [Copy] key to the host server. (Toggle Key)
Open Input [Open] key to the host server. (Toggle Key)
Pste Input [Paste] key to the host server. (Toggle Key)
Find Input [Find] key to the host server. (Toggle Key)
Cut Input [Cut] key to the host server. (Toggle Key)

These keys are displayed in gray if you connect by PS/2 and select "Disable" in
[Hot Key configuration of FCL KVM Switch].
Refer to 3.3.3.1 Hot Key configuration of FCL KVM Switch (page85)

x|
stop| Agan| Mure| vol-| voi+| s1eep|
Prop| unde|  EsE| cr1-ATr-Del| ¥ | Wunik| PriScn| Scrik| Pause| Power|
Frot| Copy|  Caps|  ATt-Tab| Alt-F4| Shft-alt-Tab| A1t-ESC| ctri-ESC|
ﬂm Shft-PrtScn| Ctri-PriScn| alt-Presen|

Click [X] button to close the virtual key window.

A\CAUTION

Even if the Ctrl + Alt+ Del key is entered from the remote PC, the command is not

transmitted to the host server.
Click [Crtl + Alt + Del] key from virtual key window to command the host server.
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2.5.6 Video Tune Window
Click [Video Tune] in the menu window and the following Video Tune window is

displayed. Refer to the following chapter for details about Video Tunes.
Refer to 5.1.13 Increase Image Quality (page 156)

Videa Tune

Use this window to fix the video images.

H
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2.5 Host Server Operation from Java VNC

The following table provides description for every particular item in the window.

—H-V Position

«

Moves the host server screen to the left.

->

Moves the host server screen to the right.

J'L

Moves the host server screen to the top.

¥

Moves the host server screen to the bottom.

Defaul t| Moves the host server screen to the default position.
Auto | Automatically corrects the display position in the host server display area.
Teron | Saves the current host server screen position,

— Color Offset

& Gain

Factory | Back to the factory default setting.
Auto | Automatically corrects the Color Offset value based on the test pattern.
Save | Saves the current Color Offset value.

Advanced

Displays the advanced settings screen for the video image and enables
to fix the value manually.

—Sampling Phas

=

Autﬂ|

Automatically adjusts the video signal phase.

—A11 Settings

Auto Everything

Adjusts Picture Positioning, Color Offset & Gain, and Sampling
Phase automatically.

— Noise Filter

Eln|

Enables filtering the video signal noise.

Off |

Disables the filtering function.

J'L

Raise the filtering level. Click T or  button to adjust the filtering level.

¥

Decrease the filtering level.

x|

Close the [Video Tune] screen.
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Click [Advanced] button in the [Video Tune] window, the following setting window is
displayed.

uonesadp oiseg
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2.5 Host Server Operation from Java VNC

— Presets

3 )

Save up to 16 video settings.
If the setting is saved, the button is displayed.
If not, the button is displayed in gray.

Changes the video setting back to the factory default settings.

2 Factur‘y|

— Color Offset & Gain

Offset Manually specify the offset.
Gain Manually specify the gain.
def Reset to the default setting.

Save-»Preset

Click this button and presets number button; current setting is saved to
the specified number.

Auto Offset & Ga‘ir1|

The offset and gain is automatically set.

— Sampling phase

[«-Auto+» ]

Manually specify the sampling phase.

— For Debug

Regrab screen |

Redisplay all the parts in the screen.

Show diff5|

Display the updated parts.

x|

Close the advanced settings screen for the video image.

Refer to https://IP address for this product/images/pattern.png for the test pattern
used in Color Offset tuning.

File Edit “iew Favorites Tools  Help

'3 https://192.168.0.100,/images/pattern.png - Microsoft Internet Explorer =10 5'

OBack > B I_LI ﬂ _,\| | / ) Search “;"‘_:f:"Favurites 6-‘“ e E ‘:‘i

Address I@j https:ff192,168.0,100/images/pattern. png j a Go | Links **
=

INMPORTANT: Don'tresize or scals this imzge.

|®j Done

=
-

Save this test pattern in the host server as a png file.
To set the [Color Offset & Gain] in the Video Tune window,
display this test pattern in the host server screen.
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2.5.7 Disk Operation Window

Click [Disk Ctrl] in the menu window and the following virtual disk operation window

is displayed. (It is necessary to be connected with an USB cable.)

Disk €xrl

This window displays the USB virtual disk status and whether it is inserted or

ejected.

—

Lnsere] Eject] USB Replug)

Disk Ctrl Window

Displays whether virtual disk is inserted or ejected.
Ejected: Host server does not recognize the virtual disk.
Inserted: Host server recognizes the virtual disk.

Displays the USB disk type (CD-ROM, 8M RAM, and Floppy).

Inserts the virtual disk. (The menu is displayed in gray while the disk is
inserted).
This makes the host server recognize the virtual disk.

inserted).
This makes a remote user access the virtual disk.

Ejects the virtual disk. (The menu is displayed in gray while the disk is not

Disconnects the USB connection and connect again.

Ll

Closes the [Disk Operation] window.

Refer to the following section for further details about the virtual disk.
Refer to 3.3.4 Virtual Disk Setting (page 91)

uonesadp oiseg

SERVIS IP-KVM
1p Converter
User's Guide

45




!

uoneladQ oiseg

2.5.8 Take Control Window

If an user is already operating the host server when another user try VNC
connection, the latter user can only monitor the screen, but cannot operate the

keyboard and mouse.
If you move the mouse cursor or press the keys on the VNC screen area, the

following dialogue box is displayed.

_

Click [Take control now] button and the following dialogue is displayed, and then you
can obtain the host server control authority.

You can also obtain the operating authority by clicking [Take Ctrl] from the menu
window.

Take Ctril
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2.5 Host Server Operation from Java VNC

2.5.9 USB Setting Window

Click [USB] on the VNC menu bar to display the USB setting window.

& noname 2

|LNun] [Cap=][Scr] 10 Kbps/57.1ms  Menu M-Resyn Ct1-aAlt-Del VirtKeys FS, 2 KM

vy)
)
@,
- . O
This window sets USB keyboards, mouse and storages. @)
o
@
Ed )
=
-USB Device Change S
Keyboard, Mouse, Storage : Set
Keyboard, Mouse : Set
Keyboard : Set
-Mouse Operate Mode
ABS REL
-USB Replug
USB Replug : do]

USB Setting Window

-UsSB Device Change
Select one USB device setting from the following three.
The selected button is displayed.

Keyboard, Mouse, Click [Set] button to enable USB keyboard, USB mouse and USB
Storage : virtual disk.
Keyboard, Mouse : Click [Set] button to enable USB keyboard and USB mouse.
(Default setting)
USB virtual disk is disabled.
Keyboard : Click [Set] button to enable only USB keyboard.

USB mouse and virtual disk are disabled.

-Mouse Operate Mode

ABS It shows the absolute mouse is enabled.
If the relative-value mouse is enabled, the button is displayed in
gray.

REL It shows the relative-value mouse is enabled. (Default setting)
If the absolute-value mouse is enabled, the button is displayed in
gray.

-USE Replug

USB Replug : Click [do] button to simulate connect and disconnect of the USB
connector.
This button fixes error in case an access error occurred in the host
server.

x| Close the USB Menu window.
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A\cAUTION

If the host server is rebooted, USB virtual disk function will be "Disable”

automatically.
When you use USB virtual disk function again after the host server starts,

please set USB Device setup as [Keyboard, Mouse, Storage].
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2.5.10 KVM Menu Window

Click the [KVM Menu] in the VNC menu bar and the following KVM hot key setting
window is displayed.

K¥M Menu

N

Input hot keys to the connected KVM switch from this window.

H
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2.5 Host Server Operation from Java VNC

N

KVM Hot Key Setting Window

— Hot Keys(KYM)

SERVER SELECT:

Click [Ctrl+Shift+Alt] button to display the server select
screen.

Click [Ctrl x 2] button to enter the server select mode.

Click [Scroll Lock x 2] button to display the server select
screen.

SHOW SERVER NAME:

Click [On/Off] button to switch always display / not display the
server name in the top-left of the host server screen.

MULTIUSER ACCESS:

Click [Log On] button to display the log on screen.

Click [LogOff (Alt+Scroll x 2)] button to log off the KVM
switch-setting screen.

Click [LogOff (Ctrl+Caps x 2)] button to log off the KVM
switch-setting screen.

— Hot Key(SERVIS,SERVIS

Multi Only)

INIT SERVER NAME:

Click [Init] button to reset the server name in the top-left of the
host server screen.

— Close

x|

Close the KVM hot key setting window.

A\CAUTION

Hot keys to be used depend on the connected KVM switch models.
Refer to the KVM switch instruction about hot key specifications.
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2.6 Exit and Log off the Java VNC

2.6. Exit and Log off the Java VNC

Exit the VNC connection after finishing the operation to the host server. Then log off
of the web site.

1. Click [x] button in top right of the Java VNC window to exit the VNC.

‘qun][upsnkr] 15 Kbps/57.1ms  Menu M-Resyn Ctl-Alt-Del VirtKeys PS/2 LS KVM KVM-RST Video-RST AutoSync

uonesadp oiseg
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2.6 Exit and Log off the Java VNC

N

2. Click logout from the menu selection area in the web site. The session is over
and the log on screen is displayed again.

A noname (192.168.0.100): SERVIS IP-K¥M 1p Converter - Microsoft Internet Explorer 12|

Eile Edt View Favorites Tools Help

&

Qe - © - ] 2] “n

] S ;
- Search ¢ Favorles &

Agdress [ ] https://192.168.0. 100]nphethe.cqifindex_e.htm

j Go ‘L\nks >

SERVIS IP-KVM (FX-7001NP Series : Version V1L20ES )
This Machine is "noname"@192.168.0.100(00:e0:00:ee:04:03).

= Recent
systemn log
entries
= Set date &
time
» Information
= Basic
Information
Identification
Late 8 Time
Kevboard/Mouse
Eirmware
Information
= Copyright
MNotices
» Flash/Firmware
Management
= Flash/Firmware
Management

« Identification =l

VNC login (more secure) via Java applet
Please wait for a large YNC window to open.
Click here to start over ar reconnect.

NOTE: Your keyboard must be Japanese for all symbols and keys to be handled
correctly,

Having trouble? Make sure you have the latest version of the Java plugin for your
browser. Download it from here.

Login name:admin®192.168.0,175)
User{s) in Web login: admin*,

User{s) in WHC login: Ipdate state

Eile Edit ‘Wew Favorites Tooks Help

[&&] Progress: 551 handshake completed., N
; noname (192.168.0.100): Logged out - Microsoft Internet Explorer -8 LI
| &

Qe - O - ¥ 2

= i 5
) o Eavori r B =Wy
- Search < ¢ Favorites &) | =AE “i

Address [{£] hitps:/{152.168.0.100/nph-the caifiagaut_e bt

= B ‘Llnks ®

=
You are (now) logged out.
Login again.
L
TS meme

g] Done

Click Login again to return to the log on screen again.
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2.7 Local Operation

2.7. Local Operation

Connect video monitor, keyboard and mouse to the local port for local host server

operation.
Even if the remote terminal cannot access this product because of network errors, it

is possible to connect to the local port and operate the host server.

E

Only PS/2-compliant keyboard and mouse can be connected.

uonesadp oiseg

[ Refer to 1.5.2 Connection to the Host Server (page 10)

The Video monitor, keyboard, and mouse should be left unconnected during normal
operation and only be connected when necessary.

Refer to the following section about information for when an online user and a local
user operate the host server concurrently.
[ Refer to 3.3.1.4 VNC Idle Timeout (page 80)

A\CAUTION

As restriction, local connected keyboard LEDs (NumLock, CapsLock and
ScrollLock) is not lit up. However, the self-luminous keyboard is excluded.

SERVIS IP-KVM 53
1p Converter
User's Guide



uoneladQ alseg

MEMO

54 SERVIS IP-KVM
1p Converter
User’s Guide



Chapter 3 - Function Detalls

g
>
Q
This chapter provides the function details of the product. S
@
)
Contents Z)
3.1 Network Setting page 56
3.1.1 IP Address and DNS page 57
3.1.2 Port Numbers page 60
3.1.3 Firewall page 63
3.1.4 SNMP Configuration page 65
3.2 Security Setting page 69
3.2.1 User Management page 70
3.2.2 Idle Session Timeout page 74
3.3 VNC Operation Setting page 75
3.3.1 VNC login and Timer page 76
3.3.2 Disconnect all VNC users page 82
3.3.3 Keyboard/Mouse/KVM Setup page 84
3.3.4 Virtual Disk Setting page 91
3.4 Other Setting page 113
3.4.1 Identification page 114
3.4.2 Recent system log entries page 116
3.4.3 Set date & time page 118
3.5 Information page 120
3.5.1 Basic Information page 121
3.5.2 Identification (Information) page 126
3.5.3 Date & Time page 127
3.5.4 Keyboard/Mouse/KVM page 128
3.5.5 Firmware Information page 129
3.5.6 Copyright Notices page 130
3.6 Flash/Firmware Management page 131
3.6.1 Flash/Firmware Management page 131
3.7 Operation for General User page 135
3.8 Concurrent Connection of Network Userspage 136
3.9 Operation by VNC Software page 137
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3.1 Network Setting

3.1. Network Setting

The network setting for this product is performed on web page (for initial installation,
it is specified from the serial console).
Refer to the following sections for each item of network settings.

/2 noname (192.168.0.100): SERVIS IP-K¥M 1p Converter - Microsoft Internet Explorer & x|

File Edt View Favorites Tools Help ‘ &

Qe - Q- ¥ B W J

Address [{€] https:/152. 168.0. 100/nph-the. caifinde_e.html B ‘L\nks =

VZearch 7 Favortes {02
W €

SERVIS IP-KVM (FX-7001NP Series : Version V1L20ES )
This Machine is "noname"@192.168.0.100(00:e0:00:ee:04:03).

Top
= WNC login
= YMNC login
{more secure)
. Nethprk Eéttmq Select from a left menu the item which does a setup/work
. ress
and DMNS
= Port Mumbers

» Flrewall —
e Monitoring

Configuration  §— Information
= Security Setting
= User
Managerment
= Idle Session Host power: ON
Timeout Yideo model: 800x600 @ 75Hz
= WMNC Cperation
Setting
« YN login and
Timer
= Disconnect all
VNG users -

4 - 3

Login name:admin(192,168.0,175)
User(s} in Web login: admin*

User(s) in VMNC login: Ugd‘ate state

s|rela@ uonoun4

& pane I I =0 T
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3.1 Network Setting

3.1.1 IP Address and DNS

Click IP_Address and DNS Configuration from the menu selecting area and following
setting menu is displayed.
The IP address and DNS of this product can be changed in this menu.

2 noname (1921600100} SRVIS IP-KVH Lp Convester - Micrasolt Inbernet Pplorer &) x|
Bl [ e Fgworkes ook fieh s
Qesk = ) - [x] 2] () w5 Pt ) RN

Aaiinss [ ] et 1921460, 1001 . v bk B

SERVIS IP-KVM (FX-TOOLMNP Series : Version V1L20ES )
This Machine is "noname @192, 168.0. 100{00:e0; 00:ee:04:03 ),

IP Address and DNS Configuration T
1 - c
DHCP Configuration
S >
automatic network configuration using DHEP is: |Dissbled = 9'_
IP Addresses and Routing o
>
These values will only be used If DHCP |5 disabled U
part LAN D
1P addross 192.160.0,100 o
Q
Bubriat mask 755.755. 755,00 =
(2]

Gateway (or 0.0.0.0 for none) 192.188.0.1

Broadcast (or eave blank}

Domain Name Server (optional )

Lisgin name:adein] 192,160.0.175)
seriE) in Wb lagin: admn®
User(s)in VNG logn:

g torm 5 [ irbwerat.

IP Address and DNS Configuration

DHCP Configuration

Automatic network configuration using DHCP is; [Disabled x|
IP Addresses and Routing

These values will only be used if DHCP is disabled.

| Port | LAN =
1P address [192.168.0. 100

‘Subnet mask [255.255.255.0

|Gatewa\,r {or 0.0.0.0 for none) ||192.168.D.1

|Br0adcast far leave blank) ||192. 168.0.255

Domain Name Server (optional)

DMS Servers (example: 'I
10.0.0.123,10.2.3.34) |

Default DNS domain suffiz II
{example: fcl fujitsu.com) |

Commit Network Changes

Click here to save your changes (they will be applied on next reboot), _ Gommit |

Click here to reconfigure network settings immediately.
Make changes effective now
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3.1 Network Setting

Select enabled/disabled from the list for setting the IP address dynamic allocation by
DHCP as shown below.

IP Address and DNS Configuration
DHCP Configuration

Automatic network configuration using DHCP is:

IP Addresses and Routing

When DHCP is enabled, [Current DHCP lease information] is displayed as shown
below.

n
c
S
o
=1
o
S
)
@
—t
=
7

|»

IP Address and DNS Configuration
DHCP Configuration
Autormatic network configuration using DHCP is: [Enabled =]

Current DHCP lease information:

router=192.166.0.1 i’ Il
subnet=255.255.255.0

dheptype=5

interface=ethi d|

When DHCP is disabled, input the following settings to the web page.

IP Addresses and Routing

These values will only be used if DHCP is disabled.

| Port | LAN
|1p address [192.168.0. 100
‘Subnet mask [255.255.255.0
|Gateway {or 0.0.0.0 for none) ||192.168.D.1
|Br0adcast {or leave blank) ||192.168.D.255

Domain Name Server (optional)

DMS Servers {example: I
10.0.0.123,10.2.3.34) |

Default DNS domain suffix 'I
{example: fol fujitsu.com) |
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3.1 Network Setting

After inputting the setting, click [Commit] button. The following message is displayed
and the settings are saved.

Changes committed. They will take effect at next reset.

Wait 3 seconds to continue, or click here,

s|iela@ uonoun4

Click [Make changes effective now] button. The following message is displayed and
the changed settings applied.

Changes committed. They will be applied in a few seconds.

Wait 3 seconds to continue, or click here,

A\CAUTION

Make sure to specify the fixed IP _address when you log on this product and
operate for a long periods.
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3.1 Network Setting

3.1.2 Port Numbers

Click Port Numbers from the menu-selecting area, the following setting page is
displayed.
Network port numbers can be changed on this page.

T nonsee (1521680100} STRVIS 1PV I Comverber - Microsalt Intermet fiplarer EES|

D [ Yew Fgvortes Jook el k
T oA 3 3

Qe - ) - [] (2] G s Faeutes {2 g

e ] betpe1/352.160.0. 00k the. colieebes_n berd = e s ™

SERVIS IP-KVM (FX-7001NP Series @ Version VILZ0ES )
This Machine is "noname "@192, 168.0. 100{00:eD:00ee: 04:03).

= Top
= WMC login

Port Numbers

M .yl
% LaM: Ethernet Port ( 192, 168.0,100)

9.. survics wafault Gurrent Part
o ssh 22 22

> http a0 T
o sritg 161 e
‘('_D'_ hitps 443 | T

Q e 5500 Fann
% nes 15900 fisann

Click here to save your changes (they will be applied on next reboot)
commit Changes

Click here to save your changes, and restart all netwaork servers, =
Login name: admin{ 162, 751
User(s)in Web lagin: &
User(s) n VNG logm:  (Update state)
g bens T B [ vt

| v

Port Numbers

LAN: Ethernet Port { 192.168.0.100)

|Service |Default |Current Port
ssh 22 [22

Ihttp Iau :|BD

|snmp |161 ||161

|https |443 443

|\mc |5900 5300

|\mcs |159c|0 (15300

Click here to save your changes (they will be applied on next reboot),
Commit Changes

Click here to save your changes, and restart all network servers,
Restart Servers
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3.1 Network Setting

The following table shows the network servers currently running on this product.
This function enables to disable some of these services and set any network port
number.

Service Explanation Default Network Port Number
ssh Secure Shell 22
http HyperText Transfer Protocol 80
snmp Simple Network Management Protocol | 161
(UDP)
https Hypertext Transfer Protocol Security (SSL | 443
encryption)
vnc VNC/RFB Protocol 5900
vnes VNC (SSL encryption) 15900

Specify "0" for the port number to disable the service.

After inputting the port number, click [Commit Changes] button. The following
message is displayed and the setting is saved.

.
c
>
(@]
=
o
>
v
9]
o}
)
7

Changes committed. They will take effect at next restart.

Wait 3 seconds to continue, or click here.

After inputting the port number, click [Restart Servers] button. The following
message is displayed and the network servers are restarted.

Changes committed. They will be applied in a few seconds.

Wait 3 seconds to continue, or click here.
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3.1 Network Setting

A\CAUTION

Specify the efficient port number between 1 and 65535.
The network port number must be the unique number in the IP address.
Local Host: 127.0.0.1

Only the running process on this product can receive the following ports. The
following ports do not accept external access and cannot change the number.
These numbers will be required after ssh establishes the tunnel connection. Note
that all services use default port numbers.

n
% Service Explanation Default Network Port Number
g- http HyperText Transfer Protocol 80
= snmp Simple Network Management Protocol | 161
g (UDP)
& vnc VNC/RFB Protocol 5900
2
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3.1 Network Setting

3.1.3 Firewall

Click Eirewall from the menu-selecting area, the following setting page is displayed.
Security items are set in this page.

A nonsne (152, 160,01 00) SRVES IP-K¥M Lp Convester - Microsolt nternet Gxplorer =18 %
Bie [dt e Fygockes Tock  feh L

Qi - Q) - [x] (3] (0| P s ormen €D (-1 T B

L I T ey e e————r— | Elee ks

SERVIS IP-KVM (FX-TOOLMNP Series : Version V1L20ES )
This Machine is "noname @192, 168.0. 100{00:e0; 00:ee:04:03 ),

Firewall
WARNING: E t. thy 8
be accented
Irtermal firewall for saurce TP checking: [Disabled =
Aocept
m—

Click hera to save your changes and apply them: _ Gommit l

n
c
S
o
=
o
=]
O
0]
1:3
=
o

Login rame: ademin] 192,160,0.175)
User(s) in Wab login: admn®
useris)in WNC login: |

g beem 3 [ bt

Firewall

WARNING: Be careful not to lock yourself out! Be certain that 192.168.0.175 will
be accepted by vour filter!

Internal firewall for source IP checking: [Disabled =]
|Accept ||

|Reject ||

Click here to save your changes and apply them: _ Gommit |
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3.1 Network Setting

The internal Firewall function is supported to protect the network.
If this function is enabled, the hosts on authorized list can access the server, but
all packets from an unauthorized host are omitted.

Authorized addresses or unauthorized addresses can be listed. Enter the
particular IP address, network range or host name.

Separate by commas to specify multiple addresses.

(Example: 192.168.0.101, 192.168.0.102)

Firewall

WARNING: Be careful not to lock yourself out! Be certain that 192.168.0.175 will
be accepted by your filter!

n
c
S
o
=1
o
S
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@
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=
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|Accept ||

|Reject ||

Click here to save your changes and apply them:

The firewall is set to “Enabled” and enters the IP addresses, and then click
[Commit] button. The following message is displayed and the setting is
reflected.

Firewall configuration changed. New values will take
effect in three seconds.

Wait 3 seconds to continue, or click here.
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3.1 Network Setting

3.1.4 SNMP Configuration

Click SNMP _Configuration from the menu-selecting area, the following setting page
is displayed. Enable/disable of the SNMP function and SNMP agent are set in this

2 nonares (192 160.0 100} STRVES IP-EVM Lp Convester - Microsolt Inbernet Eplorer i) x|
Bie [dt e Fygockes Tock  feh L

Qi - Q) - [x] (3] (0| P s ormen €D (-1 T B

L I T ey e e————r— | Elee ks

SERVIS IP-KVM (FX-TOOLMNP Series : Version V1L20ES )
This Machine is "noname @192, 168.0. 100{00:e0; 00:ee:04:03 ),

« WNC lagin . .
Lo SNMP Agent Configuration T
. N . c
SNMP Configuration
= >
Using SHMP Lnabled =] 9'_
=]
MOTE: If the fallawing settings are changed, SMMP will becams enabled
automatically. O
)
e —
Q
Rad-only Commurity public =
nead-writs Community »
Agent Identification
i ne-atinn W inknvren Incasinn =]
Login rame: ademin] 192,160,0.175)
User(s) in Wab login: admn®
useris)in WNC login: |
& 2 [ et

SNMP Agent Configuration
SNMP Configuration

Using SNMP : [Enabled =

MNOTE: If the following settings are changed, SNMP will become enabled -
automatically.

Communities

|Read—unly Community ||pub|ic

|Read—write Cormrunity ||

Agent Identification

|Lucati0m ||Unkn0wn location?
|C0ntact Mame ||N0 contact?
Traps
|Trap,/1nfc|rm Community ||pub\ic

|Trap Sink 1 (primary) ||

|Trap Sink 2 (secondary) ||

Commit Your Changes

Click here to make vour changes take effect. _ Commit |

MIB - Management Information Base

Output MIB for this device

[~
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3.1 Network Setting

s|iela@ uonoun4

SNMP Agent Configuration

Enable/disable of the SNMP is set in this page. Select enabled/disabled from
the list. The following message is displayed and the setting is applied.

SNMP Agent Configuration
SNMP Configuration

Using SNMP |Enah|ed =]

[Disabied

SNMP Setting is changed.

Wait 3 seconds to continue, or click here,

Communities
» Read-only Community

This community allows reading, writing and changing all values. If community
name is not specified in this item, the reading access is disabled. Default
name is "public".

» Read-write Community

This community allows reading all values and performing all changes. Specify
a unique value in this item and keep it secret for security reasons.

If you know the value, you can control all systems of this product. Keep this
item empty to disable SNMP writing access.
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3.1 Network Setting

Agent Identification
» Location

This item is transmitted as system.sysLocation value. Describe the location
of this product.

» Contact Name

This item is transmitted as system.sysContact value. Describe who will
receive notification about this product. It usually includes e-mail address.

Traps
»  Trap/Inform Community

Use the community in this item when transmitting the trap message. Specify
the community in the trap server.

» Trap Sink 1 (primary)

This host receives all the trap reports and information messages. This
address must be specified with numerical characters.

» Trap Sink 2 (secondary)
If this item is specified this host server, it also receives all the trap reports and
information messages. This address must be specified with numerical

characters. If it is not necessary, keep this item empty.

Click [Commit] button. The following message is displayed and the SNMP setting
is changed.

SNMP changes committed and applied.

Wait 3 seconds to continue, or click here,

s|iela@ uonoun4
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3.1 Network Setting

» MIB — Management Information Base

Click Output MIB for this device to display the MIB copy of this product.
SNMP shows the operating method for this product. It provides reading
status, power on/of, reset operation, changing system configuration and user
account management of connected devices. Other detail for normal network
management is supported by standard MIB-2 definition.

; https://192.168.0.100/nph-the.cgi/NC14008-B016.mib - Microsoft Internet Explorer - Ellﬂ
File Edit Wew Favorites Tools Help | ;:’
o Beck v (g - I_L| Ig| ;‘J /-‘: Search ‘:‘\, Favarites &" | T i A ':“i
Address ] https://192.168.0,100]nph-the. cqifNC L400B-B016.mib e |Links =
T =
% FCL-MIE DEFINITIONS ::= BEGIN i
(@] ITHPORTS
= MODULE- IDENTITY,DBJECT-TYPE.enterprises  FROM SNMPw2-SMI.
o DisplayString, DatebndTine, Mackddress FROM SHMPw2-TC, 1
> MODULE-COMPLIANCE, DBJECT-GROUP FROM SNMP+2-CONF;
O FCL MODULE- IDENTITY
[¢] LAST-UPDATED "D511252007Z" == YYHMDDHHKMZ?
o ORGANIZATION “Fujitsu Gomponent Limited.”
E. CONTACT-INFO ™
(7 author: Shinichi Katavama
postal: Fujitsu Component Limited
2-3-5,Hizashi-zotanda, Shinagawa-ku, Tokvo 141-8630,
Japan
enall: s-katavemaBfcl. fuj itsu.com

phone:  81-3-5443-7840"
DESCRIPTION “This MIB describes the SMMP control of hardware produced
by Fuiitsu Component Limited.”
1= { enterprises 19078 }
-~ Fuiitsu Component Limited Products/Projects:

-- IP-K¥M: MC14008-BO1E

HC14008 OBJECT IDENTIFIER ::= { FCL 8 }
E01E OBJECT IDENTIFIER ::= { NC14008 16 }
-- Digital KE¥M

-- Top level "dkvn” related objects.

lvmStatus OBJECT IDENTIFIER ::= { BOIE 2 } -- current statusfcontrol
kvnllsers  OBJECT IDENTIFIER ::= { BOIG § } -- user acch. managment
kvnFactory DBJECT IDENTIFIER ::= { BOIE 4 } -- version info

kviPorts  OBJECT IDENTIFIER ::= { BOIG 6§ } -- TER/UDP port numbers to use

- Factory defined values (non confizurable, read-only). j
|i&] pone ,_ ’_,_ ’_E & Internet v

A\CAUTION

If SNMP function is not "Enabled", SNMP is inactive.

When SNMP function is “Disabled”, if you input one setup of Communities, Agent
Identification, and Traps and click [commit] button, SNMP function will be in
"Enabled"” state.
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3.2 Security Setting

3.2. Security Setting

Refer to the following sections for each item of security settings.

 noname (192.168.0.100): SERVIS IP-K¥M 1p Converter - Microsoft Internet Explorer = x|

Eile Edit ‘View Favorites Tools Help ‘ ,','
- €Y - AN O L =) o 3

OBaEk >} \ﬂ E" i ‘ - searth ¢ Favortes £4) = = 3

Address [{€] https://132. 168.0. 100/nph-the. cgifindex_e.htmi BN = ‘Lmks =

SERVIS IP-KVYM (FX-7001NP Series : Version V1L20ES )
This Machine is "noname"@192.168.0.100(00:e0:00:ee:04:03).

= Top
= WMNC login
« YN login
more secure
- NEt_WfprkAgg,t.ggf Select from a left menu the item which does a setup/work
and DNS
» Port Mumbers
= Firewall o
= SMMP Monitoring
Configuration = Information
= Secyrity Setting
s Lser
Management
s Idle Session Host pawer: ON
Timeout Video model: 800x600 @ 75Hz
= YNC Operation
Setting
= VYMNC login and
Timer
= Disconnect all
YMNC users -

4 = >

n
c
S
o
=
o
=]
O
0]
1:3
=
o

Login name:admin({192.168.0,175)
User(s) in Web login: admin*

User(s) in VNC login: Ugd‘ate state

&5 =Y T —
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3.2 Security Setting

3.2.1 User Management

Click User Management from the menu-selecting area, the following setting page is
displayed.
User account settings are set in this page.

2 nonares (192 160.0 100} STRVES IP-EVM Lp Convester - Microsolt Inbernet Eplorer i) x|

Ble [l e Fpoctes Dok teh P
Qi - Q) - [x] (3] (0| P s ormen €D (-1 T B
L I T ey e e————r— BT

SERVIS IP-KVM (FX-TOOLMNP Series : Version V1L20ES )
This Machine is "noname @192, 168.0. 100{00:e0; 00:ee:04:03 ),

- > HE togin
c User Management
3 Current Users
2'.' u: Delets
g (Mone yet)
D Edit User Details
@ — ———
— —
E_ Passwond |
(/_) Password{ Again)
Record changes
Administrator Password =

Login name:admind 192,160.0.175)

Userig) in Wab login: admn®

Userishin WNC logn:

g L
User Management
Current Users
# |Username Delete user
| (None yet)
Edit User Details |

|Username ||

|Passw0rd ||

|Passw0rd(Again) ||

Record changes

Administrator Password

|Admin passwaord ||

|Admin password{Again) ||

Set admin password

Account for administrator is set as "root", "admin" and "administrator" by default.
Account for administrator cannot be added or changed.
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3.2 Security Setting

3.2.1.1 Edit User Details

Enter User name and password and click [Record Changes] button to add general

users.
. . B
Edit User Details
|Username ||test
|Passw0rd ||""
|F‘assw0rd(Again) ||-u-
T
Record changes | %
o
=
O
@
The following screen is displayed and the user is registered. (’%
User "test’ added successfully.
Wait 3 seconds to continue, or click here.
The registered users are displayed as follows.
User Management
Current Users
# |Username | Delete user
1 rest Delete |
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3.2 Security Setting

Refer to following section about authorized operations for general users.
Refer to 3.7 Operation for General User (page 135)

Click [Delete] button in the user list to delete the registered user.

User Management

Current Users

| »

# |Username | Delete user

Dele
1 |test

The following screen is displayed and the user is deleted.

n
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User "test’ deleted successfully.

Wait 3 seconds to continue, or click here,
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3.2 Security Setting

3.2.1.2 Changing Password for Administrator

The administrator’s password (default: admin) can be changed. It is
recommended to change the administrator’s password for the security of the
system.

Enter new password and click [Set admin password] button.

Administrator Password

|Admin passward{Again} ||.....

| Set admin iaiiwurd I

The following message is displayed and the password is changed.

|Admin passwaord ||..... ‘

.
c
>
(@]
=
o
>
v
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)
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Admin password changed.

Wait 3 seconds to continue, or click here,
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s|iela@ uonoun4

3.2.2

Idle Session Timeout

Shut down the user connection after a certain period of time without using log
on session. (Default setting: 15 minutes)

Enter the numerical characters (by the minute) in the [Idle logout time] text box.
Click the [Commit Change] button to apply the setting. Specify the value
between 1 and 360 minutes.

Idle Session Timeout

Idle logout time: |15 minutes Commit chiige |

-

If a value besides 1 to 360 is entered, the following error message is displayed
and the setting is not changed.

Value is out of range (1..360). Try again.

Wait 3 seconds to continue, or click here,
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3.3 VNC Operation Setting

3.3. VNC Operation Setting

Refer to the following sections for each item in VNC Operation Setting.

 noname (192.168.0.100): SERVIS IP-K¥M 1p Converter - Microsoft Internet Explorer = x|

Eile Edit ‘View Favorites Tools Help ‘ ,','
- €Y - AN O L ey o 3

OBaEk >} \ﬂ E" i ‘ - ssarth ¢ Favortes {2 = = 3

Address [{€] https://132. 168.0. 100/nph-the. cgifindex_e.htmi BN = ‘Lmks =

SERVIS IP-KVYM (FX-7001NP Series : Version V1L20ES )
This Machine is "noname"@192.168.0.100(00:e0:00:ee:04:03).

= Lser 5|
Management
» Idle Session
Timeout
= Y¥NC Operation
Setting
» VML login and
Timer
s Disconnect all
YMNC users o
= Keyboard/Mouse Monitoring

Setup Information

n File Transfer
= Other Setting
» Identification Host on
. OST power:
g&g video model: 800x600 @ 75Hz
entries
» Sef date &
time
= Information
= Basic

Information -
4 »

Login name:admin({192.168.0,175)
User(s) in Web login: admin*

User(s) in VNC login: Ugd‘ate state

Select from a left menu the item which does a setup/work

n
c
S
o
=
o
=]
O
0]
1:3
=
o

[ =Y T —
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3.3 VNC Operation Setting

3.3.1 VNC login and Timer

2 noname (1921600100} SRVIS IP-KVH Lp Convester - Micrasolt Inbernet Pplorer i@ x|
Bl [ e Fgworkes ook fieh s

Qik - £ - [x] 2] (| s om0 00 TH 3

ks [§] betg: 1152, 1682, 10 v . e bord e e

SERVIS IP-KVM (FX-TOOLMNP Series : Version V1L20ES )
This Machine is "noname @192, 168.0. 100{00:e0; 00:ee:04:03 ),

VNC login and Timer

Satting Digplay VN lagin (faster)

Display VMG login (faster) at menu item: [Reject =]
VNG Password Policy

[Birabid (aoreu) =]

[Frist S5iT Tunaeis (@efauky =]

Access Sharing Policy

[Divabled - Use regular give flake method (default) |

VNE Idle Timeout —

Timeout time: 3 seconds Cammit Change

n
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S
o
=1
o
S
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=
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Lisgin name: ads
User(s) in Wab kg
Userizhin WNC log

g torm 5 [ irbwerat.

VNC login and Timer
Display YNC login (faster)
Display ¥NG login (faster) at menu item; [Reject =]

VNC Password Policy

|Disabled (default) x|

|Trust SSH Tunnels (default) LI

Access Sharing Policy

|Disah|ed - Use regular giveftake method (default) ;I
¥MNC Idle Timeout

Timeout time: |5 seconds Commit Change

|»
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3.3 VNC Operation Setting

3.3.1.1 Display VNC login (faster)

Set display/nondisplay the link for VNC connecting without SSL encryption.
Select the Reject / Accept from the list. (Default is [Reject].)
The selected setting is reflected immediately.

Display ¥NC login (faster)

Display WNC login (Faster) at menu item: [Reject =]

VNC Password Policy

n

c

3

The item "VNC Login (faster)" is displayed after selecting "Accept" as shown o

low. >

belo o

2 noname (192.168.0.100): SERYIS IP-K¥M 1p Converter - Microsoft Internet Explorer = | 2

Ble Edt View Favorites Tools Help ‘ !‘;' sl_)

Qe - ) - %] 2] 0| Pseasn Fleramies €3] - 1 [ S »
Agdress [ ] https://192.168.0. 100]nphethe.cqifindex_e.htm R ‘L\nks E

SERVIS IP-KVM (FX-7001NP Series : Version V1L20ES )
This Machine is "noname"@192.168.0.100(00:e0:00:ee:04:03).

VNC login and Timer

R o) Display ¥NC login (faster)
{more: secure)
= Network Setting Digplay ¥MNC login (faster) at menu item: [Accept =
=« 1P Address
and DNS VNC Password Policy
= Port Mumbers  _|
» Firewall [Disabled (defaulty =]
a SHMP
Configuration =
« Security Setting |Trust SSH Tunnels {default) ~]
= Llger

Managerment Access Sharing Policy

= Idle Session

Timeout |Disah|ed - Use regular give/take method (default) j
= WYMNC Operation .
Setting VNC Idle Timeout L

= WMNC login and

Timer = Timeout time: [ seconds Gommit Ghange
14 » =

Login name:admin({192.168.0,175)
User(s) in Web login: admin*

User{s) in WHC login: Ugd:ate state

€] pone O =0 T

Clicking "VNC Login (faster)" and VNC connection is performed without
encryption.
Keep in mind are inferior in respect of security.
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3.3 VNC Operation Setting

3.3.1.2 VNC Password Policy
(1) VNC Password Setting

To establish a new VNC connection, it is necessary to authenticate the remote
user.

Standard VNC protocol does not support "user name", but does support
password.

This setting allows the use of the VNC login screen, which requires a user
name and password.

Select enabled/disabled the function from the list as shown below. The selected
setting is reflected immediately.

YINC Password Policy

s|rela@ uonoun4

|Disabled (default) =]

Select [Use VNC login screen] and start up the VNC, the following login screen
is displayed.

=181

|»

Use rname |

Password |

Login

4 | AW
IJava Applet Window

Enter username and password in the login window and click [Login] button. The
log on certification is performed and the host server screen is displayed.
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3.3 VNC Operation Setting

(2) SSH Tunnel Setting

If the VNC connection is transmitted via SSH tunnel, the combination of the
SSH user name and password are used for certification. Consequently, there is
no need to enter the password. Make sure not to use this function when the
SSH client machine is not safe and there is a possibility other users use the
SSH tunnel.

Select enabled/disabled the function from the following lists. The selected
setting is reflected immediately.

YNNG Password Policy

| Disabled (default) |

|Trust SSH Tunnels {default) LI
\Disabled

.
c
>
(@]
=
o
>
v
9]
o}
)
7

3.3.1.3 Access Sharing Policy
Specify the access setting when multiple remote users perform VNC connection
at the same time. Select enabled/disabled from the list as below and the setting
is reflected immediately.

Access Sharing Policy

| Disabled - Use regular give/take method (default) |

Disabled - Lise reqular give /take method {default)
v Enforce single-user access policy (visible screen)
Enforce single-user access policy (blank screen contents)

» Disabled — Use regular give/take method (default)
In case you do not have control, click-left on the VNS window display area
to obtain the control.

» Enforce single — user access policy (visible screen)
When a user is connected to the VNC, other remote users are only allowed
to view the screen. Other users are not allowed to obtain the control.

» Enforce single — user access policy (blank screen contents)
When a user is connected to the VNC, other remote users are not allowed
to connect.

Refer to 3.8 Concurrent Connection of Network Users (page 136)

A\CAUTION

In every setup, administrator can obtain the control.
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3.3 VNC Operation Setting

3.3.1.4 VNC Idle Timeout

Operation control from network and local to this product is exclusive access
control. Local operation is not allowed while other users are continuously
operating the host server via network. (It is possible to monitor the screen.) Also,
remote operation is not allowed while a local user is operating the host server.

- n
State Transition of Exclusive Control

N eutr al Status

(Mo operation
from remote
of lecal

Remuote aparation for x seconds.
Mo data

Lacal operation for » seconds.
Mo data

n
c
S
o
=
o
S
)
@
—t
=
n

Femote Operation Lacal Operation
[+ ata Oecured [r ata Oeeur ed

Local operation
[Femote

oper ation

disablad)

emote aperatio

fLocal operation
disabled)

The following three are operating data.
»  Entry from the keyboard
» Mouse Cursor Movement
» Mouse Button Click

The VNC goes to neutral status if there is no operating data, and provides

operating authority to the first user who enters data while the VNC is in neutral
status.

If a remote user does not have control, VNC menu bar is displayed as follows.

Menu M-Resyn Ct1-Alt-Del ¥irtKeys P5/2 USE KVM KVM-RST ¥ideo-RST AutoSync
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3.3 VNC Operation Setting

A time-out period is set until the VNC becomes neutral here.
Enter numerical characters (by the second) in the [Timeout time] text box. Click

the [Commit Change] button to apply the setting. Specify a value between 5 and
300 seconds.

VYNC Idle Timeout

Timeout time: |5 seconds Gommit ‘C nge |

If a value besides 5 to 300 is entered, the following error message is displayed
and the setting is not changed.

Ll

s|iela@ uonoun4

Value is out of range (5..300). Try again.

Wait 3 seconds to continue, or click here.

A\CAUTION

The time-out period depends on the network condition. Please note that the time-out
period would give or take a few seconds because of network traffic.
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3.3 VNC Operation Setting

3.3.2 Disconnect all VNC users

Click Disconnect all VNC users in the menu-selecting area, the following setting
page is displayed. All active VNC users can be disconnected in this page.

A nonsne (152, 160,01 00) SRVES IP-K¥M Lp Convester - Microsolt nternet Gxplorer =12 %

Bl [ e Fgworkes ook fieh s

Qe - - (3] 2] G P Scmmns @) (50 1L B

Aaiinss [ ] et 1921460, 1001 . v bk B

SERVIS IP-KVM (FX-TOOLMNP Series : Version V1L20ES )
This Machine is "noname @192, 168.0. 100{00:e0; 00:ee:04:03 ),
Di t all VNC users
T Current Users
% = [usemame From Bervice Login Methad | Login Time | Last Active
o | admn * [192.168.0.175: 1116 | Web | web password [E minutes ago 1 second age
=
g All WVNE users discornect Disconnact all VN users
)
Pd
=
(7 « Information
= Basic
Infarmatian -
O] 5 (@ ket

Disconnect all VNC users

Current Users

# |Username | From |Seruice |Lngin Method | Login Time | Last Active
1 | admin * | 192.168.0.175: 1116 | Weh |Web passward |8 minutes ago |1 second ago

&ll YNC users disconnect: Disconnect all ¥NG users |
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3.3 VNC Operation Setting

Click [Disconnect all VNC users] button, the following message is displayed and all
active VNC users are disconnected.

All VNC users disconnected.

Wait 3 seconds to continue, or click here,
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After the VNC disconnection, Java VNC displays the following message. Click
[Close window] button to exit. If you want to connect to the VNC again, click VNC
login (more secure) or VNC login (faster) from the menu selecting area in the web

page.

% nonarme

Metwork errar: remote side closed connection

I._Iava Bpplet Window
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3.3 VNC Operation Setting

3.3.3 Keyboard/Mouse/KVM Setup

Click Keyboard/Mouse/KVM Setup from the menu-selecting area, the following
setting page is displayed.

On Screen Display (OSD) hot key setting to use this product with the KVM switch,
and keyboard and mouse setting is performed in this page.

A nonsne (152, 160,01 00) SRVES IP-K¥M Lp Convester - Microsolt nternet Gxplorer =12 %
Ble [l e Fpoctes Dok teh s
Ot O 1) 2] (b S Joroonm € (-1 5 B
Aaiinss [ ] et 1921460, 1001 . v bk B
SERVIS IP-KVM (FX-TOOLMNP Series : Version V1L20ES )
This Machine is "noname @192, 168.0. 100{00:e0; 00:ee:04:03 ),

=1

c
S Keyboard/Mouse/KVM Setup
e (o]
6 . Hot ey configuration of FOL KVM Switch mizubie -
: keyboard Mapping (for koaization) Generic or US/Laglish =
m Desabile USE Keyboard/Mouse Emulation Narmel {Gmlstien .’"“]]‘
I isabled latie
E_ Dsable USS Absolute Mouse Support Disabled (Relative mouse)
w 159 Davice Keyhaard, Mouss =
« Baslc
Infarmatian -
. v
Login name:admind 192,160.0.175)
User(s) in Wab login: admn®
User(z) in WNC login: update stare)
P e (@ eent

Keyboard/Mouse/KVM Setup

) ) Disabl A
Hot Key configuration of FCL KVM Switch I = =

. L G i uSs/English =
Keyboard Mapping (for localization) I eneric or US/Englis =

. . N I {Emulati cti >
Disahle USE Keyboard/Mouse Emulation I oumall{Emulationia we)_l

) Disabled {Relati A
Disahle USE Absolute Mouse Support I isabled (Relative mouse) 5

USE Davice |Keyhoard, Mouse ;I
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3.3 VNC Operation Setting

3.3.3.1 Hot Key configuration of FCL KVM Switch

To use this product with the FCL KVM switch, click [KVM] button in the VNC
screen to display the server-selecting menu for the KVM switch.
Refer to 2.5.2 VNC Menu (page 32)

There are three OSD display hot key operation for FCL KVM switch as follows.
»  Ctrl + Shift + Alt key (click all at once)
»  Ctrl key (click twice)
»  Scroll Lock key (click twice)

Click [KVM] button in the VNC window menu bar to select hot key operation to
input KVM switch from the list.

Keyboard/Mouse/KVM Setup

s|iela@ uonoun4

Hot Key configuration of FCL KWM Switch

Dizable

Ctri{twice)

Keyboard Mapping {for localization) scroll Lock{ twice)

Ctrl+Shift+alt =l ‘

The following message is displayed after selecting and the setting is reflected.

External KVM configuration changed. VNC connections
must be re-established.

Wait 3 seconds to continue, or click here.

[Disable] is specified as the initial setting. [KVM] and [KVM-RST] button are not
displayed in the VNC menu bar in this setting.
Refer to 2.5.2 VNC Menu (page 32)

A\CAUTION

Connection with non-Fujitsu KVM switch is not supported.
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3.3 VNC Operation Setting

3.3.3.2 Keyboard Mapping (for localization)

Select the keyboard type to match the connecting host servers OS language.
Three keyboards are available as follows.

» Japanese (106/109 keys)
»  Generic or US/English
» German (QWERTZ layout)

Select the keyboard type from the list as in the following diagram. The selected
setting is reflected immediately.

Keyboard/Mouse/KVM Setup

s|iela@ uonoun4

+Shift+ <
Hot Key configuration of FCL KM Switch ‘I Ctrl+ Shift+Alt —I

Generic or US/English |
e
Japanese {106/109 keys)
German { QWERTZ layout)

Keyboard Mapping (for localization)

Disable USE Keyboard/Mouse Emulation

Keyboard mapping changed. VNC Connections must be re-
established.

Wait 3 seconds to continue, or click here.

A\CAUTION

If the keyboard type is different from the host server OS language, unexpected
key could be entered.
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3.3 VNC Operation Setting

3.3.3.3 Disable USB Keyboard/Mouse Emulation
USB keyboard and mouse emulation setting is performed here.
When this product and the host server is connected by both PS/2 and USB

cables and "disabled" is selected in this setting, the host server recognizes the
PS/2 keyboard and mouse as connected.

3

Select enabled/disabled the USB keyboard/mouse emulation function from the
list as follows. The selected setting is reflected immediately.

Keyboard/Mouse/KVM Setup

) ) Disabl A
Hot Key configuration of FCL KVM Switch I = =

s|iela@ uonoun4

Keyboard Mapping (for localization) |Generlc or US/English =

Disable USE Keyboard/Mouse Emulation

Disabled
Disabled {Relative mouse) =]

Disable USE Absolute Mouse Support

Setting changed. VNC Connections must be re-established.

Wait 3 seconds to continue, or click here.

The virtual disk function is available even if the USB keyboard and mouse emulation
is set to "disabled".
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3.3 VNC Operation Setting

3.3.3.4 Disable USB Absolute Mouse Support

Select enabled/disabled the absolute mouse when this product and host server
is connected with USB.

Absolute mouse: The mouse pointer does not move anywhere but the

specified position (absolute-value).

Relative mouse: The mouse pointer will move more than the specified value.
Click mouse pointer correction button in the VNC menu bar to
re-synchronize the cursor.

The USB absolute mouse is disabled by the default settings.
Select enabled/disabled from the list to change the absolute mouse setting as
follows. The selected setting is reflected immediately.
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Keyboard/Mouse/KVM Setup

. . Disabl hd
Hot Key configuration of FCL K¥M Switch I 1230 =

Keyboard Mapping (for localization) IGenerlc or US/English ;I

) ) N | {Emulati cti h
Disable USE Keyboard/Mouse Emulation I prmall{Emulationia we)_l

Disabled (Relative mouse) ~|

Disable USE Absolute Mouse Support

USB Device

Setting changed. VNC Connections must be re-established.

Wait 3 seconds to continue, or click here.

A\CAUTION

If the USB absolute mouse setting is enabled, mouse pointer correction button
and AutoSync setting display is displayed in gray.
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3.3 VNC Operation Setting

3.3.3.5 USB Device

Set the USB keyboard, USB mouse and virtual USB device to be
enabled/disabled when this product is connected to the host server with USB.
Default setting is [Keyboard, Mouse].

Keyboard, Mouse, Storage:
Enables to use the USB keyboard, USB mouse and USB virtual disk.

Keyboard, Mouse (default setting):
Enables to use the USB keyboard and USB mouse. USB virtual disk is

disabled. g
>

Q

Keyboard: o
Enables to use only the USB keyboard. USB virtual disk and mouse is é
disabled. @

Q.

7

Select [Keyboard, mouse and storage] from USB device setting list to
enable the USB virtual disk function as follows.
The setting is reflected immediately.

Keyboard/Mouse/KVM Setup

. . Disable -
Hot Key configuration of FCL KVM Switch I =

Keyboard Mapping {for localization) |Gener|c or US/English =

. . N I {Emulati cti >
Disable USE Keyboard/Mouse Emulation I prmall{Emulationia we)_l

. Disabled {Relative mouse) =
Disahle USE absolute Mouse Support I ( 1=l

USB Device A -

Keyboard, Mous
Keyboard

USB device setting is changed.

Wait 3 seconds to continue, or click here.
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3.3 VNC Operation Setting

A\CAUTION

USB keyboard and mouse function is enabled only when the USB
keyboard/mouse emulation setting is “Normal (Emulation active)".

USB keyboard and mouse do not work when the USB keyboard/mouse emulation
setting is "disabled".

A\CAUTION

If the host server is rebooted, USB virtual disk function will be "Disable”

automatically.
When vou use USB virtual disk function again after the host server starts,

please set USB Device setup as [Keyboard, Mouse, Storage].

s|iela@ uonoun4

Keyboard, Mouse, Storage;l
Keyboard, Mouse, Storage

USE Device

Keyboard
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3.3 VNC Operation Setting

3.3.4 Virtual Disk Setting

Select [Keyboard, mouse and storage] from USB device setting list in the [Keyboard,
mouse and KVM setting] page to enable the virtual disk function.
Refer to 3.3.3.5 USB Device (page 89)

3.3.4.1 Outline of Functions

By connecting via USB to the host server, this product can be emulated to the host
server as any of USB floppy disk, USB RAM disk, or USB CD-ROM drive.

Virtual floppy disk and RAM disk provides memory area of this product to the host
server as virtual drive. This enables file data exchange between the host server and
remote terminal units and facilitates the host server deployment process.

s|iela@ uonoun4

Host server Remote terminal unit

[ [

The virtual CD-ROM drive is realized by USB interface and image file server (http)
established in the same network as this product. This product converts image files
(iso file) to virtual CD-ROM drive and provides them to the host server.

Remote terminal

=

%l

Host server

@

Image file server
(http)
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3.3.4.2 Virtual Disk Status

Virtual disk status must be changed [Ejected] from/to [Inserted] on the web page or
VNC screen to use files in the virtual disk.

[Ejected]: Use (reference, save, addition and delete) virtual disk
files in the remote terminal.

[Inserted]: The host server recognizes virtual disk as a USB drive. It
is able to read and write the files in the virtual disk (Read
only for virtual CD-ROM drive).

Inserted

Switching virtual disk status in VNC screen method

1. After VNC connection, click [Disk Ctrl] in the menu window to display the disk
operation window.

Risk Corl
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3.3 VNC Operation Setting

2. The following message is displayed when the USB virtual disk status is
[Ejected].
Click [Insert] button to switch to [Inserted] status.

x|

Status: Ejected: Use web to read/write.

Access: (1.44M Floppy ready)

Inser‘t| Ej-:c1:| UsB Rep]ug|

3. The following message is displayed when the USB virtual disk status is
[Inserted].
Click [Eject] button to switch to [Ejected] status.
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x|

Status: Inserted: 1.44M Floppy

Access: 3/0 (r/w)

Ir15-:r1:| Eject| USB Replug

Disk operation window screen and operating method

Disk Operation Window

Status: Display the insert or eject status of virtual disk.
Ejected: the host server does not recognize Virtual disk.
Inserted: Host server recognizes the virtual disk.

Access: Display the USB disk type (CD-ROM, 8M RAM, Floppy).

Insert Insert the virtual disk. (The menu is displayed in gray while the disk is
inserted.)
This will enable the host server to recognize the virtual disk.

Eject Eject the virtual disk. (The menu is displayed in gray while the disk is not
inserted.)

This will enable remote user to access the virtual disk.
USB Replug | Disconnect the USB connection and connect again.

ﬂ Close the [Disk operation] window.
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3.3 VNC Operation Setting

Click File Transfer from the menu selecting area and for virtual disk setting on the
web page is performed on the following page.

B noname (192.168.0.100): SERYIS IP-K¥M 1p Converter - Microsoft Internet Explorer = x|

Eile Edt View Favorites Tools Help ‘ ,','
- E) - N ] “r e - 5 3

OBa:k © \ﬂ E" )| ) search ¢ Favertes 42) == b7y 8

Agdress [ ] https://192.168.0. 100]nphethe.cqifindex_e.htm R ‘L\nks E

SERVIS IP-KVM (FX-7001NP Series : Version V1L20ES )
This Machine is "noname"@192.168.0.100(00:e0:00:ee:04:03).

» User B E

Management
= Idle Session

Timeout File Transfer
T = YMNC Operation
c Setting
> = YMNC login and
Q Tirmer » Current Status
= » Disconnect all » Access Current Disk
g YMNC users « Change Disk Type
» Keyboard/Mouse « CD-ROM IS0 Image
O Setup » Access Raw Floppy/Ramdisk Images
Q » File Transfer
Q = Other Setting
= = Identification
» = Recent Current Status
systemn log
entries
= Set date & [wirtual disk [nserted
fime |Data |(nut available, host has control)
» Information [Diskc ¢ |
« Basic Ype Floppy
Information - [size [1,440 Kigytes
‘ _»l_l [arcess |read-writs =

Login name:admin({192.168.0,175)
User{s) in Web login: admin*,

User{s) in WHC login: Ipdate state

[&] Progress: 55 handshake completed, N

94 SERVIS IP-KVM
1p Converter
User’s Guide



3.3 VNC Operation Setting

File Transfer

Current Status

focess Current Disk

Change Disk Type

Ch-ROM IS0 Image

tocess Raw Flo Ramdisk Images

Current Status

m
|Virtua| disk |Ejected %
|Data |A\railable 21-
|Disk type |Generic RAaM disk g
|Size |8 MiBytes o
|Access |Read—write (,_D,.
|Space used |D% full {2,162K available of 8,162K total) Q.
|D|sk image |ramD|sk 0

Refresh |

Top of Page
Access Current Disk
|E\r0wse files |Br0wse disk
Eject disk _Eject |
Insert disk &I
Top of Page
Change Disk Type
1.44M Flappy Format as floppy |
camdick Format as ramdisk |
o-rOM CD-ROM image |
Top of Page
CD-ROM IS0 Image
Ihttp:ffxxx.net_fvvv.isn Commit |
Top of Page
Access Raw Floppy/Ramdisk Images
I Browse.. Upload
Cownload current raw disk image
Top of Page

]

Refer to the following steps for detailed operation methods of three different virtual
disks.
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3.3 VNC Operation Setting

3.3.4.3 Virtual Floppy Disk

This function makes the host server recognize this product as 1.44M-floppy disk
drive and enable file transfer between remote terminal and the host server.

Virtual floppy disk drive setting method is described below. (The following method is
for the Windows OS host server.)

Setting Procedure

1. Select [Keyboard, Mouse, Storage] from the [Keyboard/Mouse/KBM Setup]
page for USB device setting.
Refer to 3.3.3.5 USB Device (page 89)

Keyboard /Mouse/KVM Setup

s|iela@ uonoun4

) ) Disabl h
Hot Key configuration of FCL KM Switch I 1sabe =

Keyboard Mapping (for localization) IGenerlc or US/English j

) ) Normal (Emulation active) »
Disable USBE Keyboard/Mouse Emulation I ( )—I

) Disabled {Relati hd
Disable USE Absolute Mouse Support I isabled (Relative mouse) &

USE Device

Keyboard, Mouse
Keyhoard

A\CAUTION

If the host server is rebooted, USB virtual disk function will be "Disable”
automatically.

When you use USB virtual disk function again after the host server starts,
please set USB Device setup as [Keyboard, Mouse, Storage].

In the case where it sets up on the Web page:
Refer to 3.3.3.5 USB Device (page 89)

In the case where it sets up on the VNC window:
Refer to 2.5.9 USB Setting Window (page 47)
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3.3 VNC Operation Setting

2. Click [Format as floppy] in the_File Transfer page.

. =l
Change Disk Type
1.44M Floppy (FEEE &5 f'ﬂpp‘
Ramdisk Format as ramdisk |
co7ROM — image |
Top of Page T
I 5
a
g.
3. The following message is displayed. The setting is reflected after 3 seconds o
and return to the File Transfer page. @
D
)
Disk is now formated to look like a 1.44M MS-DOS floppy.
Wait 3 seconds to continue, or click here,
The disk is formatted as 1.44M floppy disks for MS-DOS (for Windows).
4. Click [Insert] button.
] El
Access Current Disk
|Br0wse files |Br0wse disk
Eject disk Ej;':tl
Insert disk iﬁ
Top of Page
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3.3 VNC Operation Setting

5. The following message is displayed and the virtual disk is inserted in the host
server. Returns to the File Transfer page after 3 seconds.

Disk inserted, so host may now use it.

Wait 3 seconds to continue, or click here.
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6. Execute VNC login and check [My computer] in the host server. The new disk is
recognized as [3.5 inch floppy disk].

name

‘LNun][Cnps][Scr] 45 Kbps/57.1ms  Menu M-Resyn Ct1-Alt-Del VirtKeys P=/2 USB KWM (VM-RST Video-RST AutoSync

T ——

Fle Edt View Favorkes Took Help

Qe - (- (B | D seaeh [ Foters | |5 (30 X ) | -

Agdress [ my Computer B

Plame | Type | Tatal Size | Fre Space | Comments
Files Stared on This Computer

[=)shared Documents  File Folder
(Z)administrator's D, File Folder

Hard Disk Drives

e Local Disk (C:) Local Disk
“eLocal Disk (D:) Local Disk

Devices with Removable Storage

Internet
Explorer | 344 Floppy (A1) 314-Inch Floppy Disk

s DVD/CO-R Driv.., CD Drive

pattern.png

{3 My Computer

i/ start] JW

[Java Applet Window

« Bl z42rm
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3.3 VNC Operation Setting

7. You can save the files in the host server as follows.

‘LNun][Cnps][Scr] 30 Kbps/57.1ms  Menu M-Resyn Ct1-Alt-Del Virtkeys P52 USB KVM KVM-RST Video-RST AutoSync

N

Fle Edt Wew Favortss Tools Help

Qe - (D - (T | P oeacn [ roiders ‘|.§$ 3 X K)|-

Address |5 A e ‘Llnl@ =

Mare = [ Size: | Type [ Date Modified I
EJ Put files here, .. TXT OKE  Text Document 8/12/2003 9:29 AM

= best.bxt 1 KB Text Document 3/28/2006 507 PH

Internet
Explarer

pattern.png

n
c
S
o
=
o
=]
O
1]
1:3
=
o

[ bytes {4 My Computer

@] [Bas

[Java Applet Window

(&A@ zam

8. The following provides the method to refer to the files in the host server from the
remote terminal. Return to File Transfer page and click [Eject] button.

=
Access Current Disk
|Br0wse files Browse disk
Eject disk Eject
Insert disk Insert
Top of Page
The following dialogue box is displayed. Click [OK] button.
ﬂ
9 Are you sure You want ko eject the virtual disk on:
N i )
MIONaMme
Mo description?
Mo net address?
Cancel |
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3.3 VNC Operation Setting

The following message is displayed and the virtual floppy disk is ejected from
the host server.

Disk ejected; it may now be changed/viewed.

Wait 3 seconds to continue, or click here.

s|rela@ uonoun4

9. Click Browse disk after ejecting the virtual disk.

Access Current Disk

|Br0wse files |Br0wse dis,
Eject
Eject disk I

Insert
Insert disk 4|

Top of Page
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3.3 VNC Operation Setting

10. The directories and file contents in the virtual disk are displayed as follows.
The files saved in the host server can be confirmed.

| »

Location: /

|Size |Date |Type |Name |De|ete
7,168 [Thu Jan 1 00:00:00 1970 |pirectary
|296 |Thu Jan 1 00:00:00 1970 |Direct0r\; | . [parent directory)

Delete

. . Delete
0 Tue Aug 12 09:29:52 2003 File Put files here....THT 4|

4 Thu Mar 23 21:09:00 2006 File test.txt

09 full {1,423K available of 1,423K total)

Upload file into this directory.

I Bruwse...l Upload file |

Make a new subdirectory.

I Make directory |

Insert disk so host can use it.
Insert disk |

Beturn to File Transfer
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Click the file name to display that file in the html form.

A\CAUTION

Virtual disk status must be [Ejected] to confirm its contents.
The file larger than 1.4M-byte cannot be saved.
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3.3 VNC Operation Setting

Click [Delete] button to delete the file.

|»

Location: /

|Size |Date |Type |Name |De|ete
[7,168 [Thu Jan 1 00:00:00 1970 [pirectory
|296 |Thu Jan 1 00:00:00 1970 |Direct0ry | . {parent directary) |
. ) Delete
0 Tue Aug 12 09:29:52 2003 File Put files here....THT 4|
' Delet
4 Thu Mar 23 21:09:00 2006 File test.txt

0% full {1,423K available of 1,423K total)
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The following confirmation dialogue box is displayed. Click [OK] to delete the file.

Microsoft Internet Explorer x|

p Areyou sure you wank ko delete the file:

Jtest, bt

Cancel |

11. To upload the files to the virtual disk, specify the path of the files in the remote
terminal and click [Upload file] button.

|»

Location: /

|Size |Date |Type |Name |De|ete
[7,168 [Thu Jan 1 00:00:00 1970 [pirectory
|296 |Thu Jan 1 00:00:00 1970 |Director\; | . {parent directary) |

Delete
u] Tue Aug 12 09:29:52 2003 File FPut files here....THT 4|

0% full {1,423K available of 1,423K total)

Upload file into this directory.

IC:\DDcuments an  Browse.. | Upload fjle |

The file uploaded from the remote terminal can be handled at the host server.
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3.3 VNC Operation Setting

3.3.4.4 Virtual RAM Disk

This function makes the host server recognize this product as 8M-RAM disk drive
and enable to file transfer between remote terminal and the host server.

Virtual RAM disk drive setting method is described below.

(The following method is for when the host server is Windows OS).

Setting Procedure

1. Select [Keyboard, Mouse, Storage] from the [Keyboard/Mouse/KVM Setup]
page for USB device setting.
Refer to 3.3.3.5 USB Device (page 89)

Keyboard/Mouse/KVM Setup

s|iela@ uonoun4

) ) Disabl A
Hot Key configuration of FCL KWM Switch I 1230 =

Keyboard Mapping (for localization) IGenerlc or US/English ;I

) ) Normal (Emulation active) >
Disable USE Keyboard/Mouse Emulation I ( )—I

) Disabled {Relati A
Disahle USE Absolute Mouse Support I isabled (Relative mouse) &

USE Device

Keyboard, Mouse
Keyhoard

A\CAUTION

If the host server is rebooted, USB virtual disk function will be "Disable”
automatically.

When you use USB virtual disk function again after the host server starts,
please set USB Device setup as [Keyboard, Mouse, Storage].

In the case where it sets up on the Web page:
Refer to 3.3.3.5 USB Device (page 89)

In the case where it sets up on the VNC window:
Refer to 2.5.9 USB Setting Window (page 47)
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3.3 VNC Operation Setting

2. Click [Format as ramdisk] in the File Transfer page.

Change Disk Type

1.44M Floppy

Format as floppy |

Rarndisk

CD-ROM

Format as ra isk |
CD-ROM image |

Top of Page

3. The following message is displayed. The setting is reflected after 3 seconds
and the screen returns to File Transfer page.

Disk is now formated to look like a larger ramdisk.

Wait 3 seconds to continue, or click here,

The disk is formatted as 8M-RAM disk for MS-DOS (for Windows).

4. Click [Insert] button.

Access Current Disk

|Br0wse files

|Br0wse disk

Eject disk

Eject |

Insert disk

Insert

Top of Page
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3.3 VNC Operation Setting

5. The following message is displayed and the virtual disk is inserted in the host
server. Return to the File Transfer page after 3 seconds.

Disk inserted, so host may now use it.

Wait 3 seconds to continue, or click here,

n
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6. Execute VNC log on and check [My computer] in the host server. The new disk
is recognized as [Removable disk].

|LNm][Cn=s][5cr] 27 Kbps/356ms  Menu M-Resyn Ct1-Alt-Del VirtKeys P5/2 USB KVM KVIM-RST Video-RST AutoSync

¥ My Computer

Fle Edt View Favortes Tools Help

Qe - D - T | Pseacn [Zroiers | [ (3 X 9 |-
agdress [ 1 y Computer ECEREE

MNarne: | Type | Takal Size: | Free Space | Comments

Files Stored on This Computer

[E)Shared Documents  File Folder
[C)administrator's D...  File Folder

Hard Disk Drives

“aLocal Disk (C:) Local Disk
e Local Disk (1) Local Disk

Devices with Removable Storage

2L DVD{CD-RW Driv... (D Drive
REMOTE-DISK (F:)  Removable Disk

pattern.png

6 objects [ My Computer

#istart| |[ J My computer « B8 24P

[Java Applet Window
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3.3 VNC Operation Setting

7. You can save files on the host server as follows.

|Lm-n][cuus][5cr] 26 Kbps/356mS  Menu M-Resyn Ct1-Alt-Del VirtKeys PS5 2 USB KVM KVM-RST Video-RST AutoSync

File Edit Mew Favorites Tools  Help

Qe - O - T | P oo [ poiders ‘ [ 3 X ) | =

Aderess [ £y 8 |Unks »
Name = I Size: | Type [ Date Madified |

] Fut Files Pisre...THT OKE Tt Dorumert BI14/2003 11:54 AM

= test.bxt 1RE Text Document 3/28/2006 S:07 PM

.
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O
0]
[l
)
&

pattern.png

2 ohjects 4 bytes | 4 My Computer

istart| || F « L@ 246rm

[Java Applst Window

8. Transmit the files saved in the host server to the remote terminal unit. Back to
File Transfer page and click [Eject] button.

Access Current Disk
|Br0wse files Browse disk
Ei
Eject disk =
Insert
Insert disk

Top of Page

The following dialogue box is displayed. Click [OK] button.

Microsoft Internet Explorer |

9 Are you sure You want ko eject the virtual disk on:
N i )
MIONaMme

Mo description?
Mo net address?

Cancel |
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3.3 VNC Operation Setting

The following message is displayed and the virtual RAM disk is ejected from the
host server.

Disk ejected; it may now be changed/viewed.

Wait 3 seconds to continue, or click here.

s|iela@ uonoun4

Click Browse disk after ejecting the virtual disk.

Access Current Disk

|E\r0wse files |E\r0wse di
Eje
Eject disk I

Insert
Insert disk 4|

Top of Page
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3.3 VNC Operation Setting

10. The directories and file contents in the virtual disk are displayed as follows.
The files saved in the host server can be confirmed.

Location: /

|Size |Date |Type |Name |De|ete
[16,384 [Thu Jan 1 00:00:00 1970 [pirsctary
|296 |Thu Jan 1 00:00:00 1970 |Director\; | . (parent directory)

Delete

Delete
0 Thu Aug 14 11:54:08 2003 File Fut files here....THT 4|

4 Thu Mar 23 21:09:00 2006 File test.txt

0% full (8,160K available of 8,162K total)

Upload file into this directory.

I Browse... | Upload file |

Make a new subdirectory.

I Make directory |

Insert disk so host can use it.
Insert disk |

Return to File Transfer
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| »

Click the file name to display that file in the html form.

A\CAUTION

Virtual disk status must be [Ejected] to confirm its contents.
The file larger than 8M-byte cannot be saved.
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3.3 VNC Operation Setting

Click [Delete] button to delete the file.

|»

Location: /

|Size |Date |T\;pe |Name |De|ete
[16,384 [Thu Jan 1 00:00:00 1970 [pirectary
|296 |Thu Jan 1 00:00:00 1970 |Direct0r\; | . {parent directary) |
Delete
u] Thu Aug 14 11:54:08 2003 File Put files here....THT 4|
. Dele
4 Thu Mar 23 21:09:00 2006 File test.txt

0% full (8,160K available of 8,162K total)

n
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The following confirmation dialogue is displayed. Click [OK] to delete the file.

Microsoft Internet Explorer x|

€ Are you sure you wank ta delete the File;
2)

ftest, bxk

Cancel |

11. To upload the file to the virtual disk, specify the path of the file in the remote
terminal and click [Upload file] button.

| »

Location: /

|Size |Date |Type |Name |De|ete
[16,384 |[Mon Mar 27 21:09:41 2006 |Directory
|296 |Thu Jan 1 00:00:00 1970 |Directory | . {parent directary) |

. . Delete
0 Thu sug 14 11:54:08 2003 File Put files here....THT 4|

0% full (8,162K available of 8,162K total)

Upload file into this directory.

IC:\DDcumentsan Elrowse___l Upload fjle I

The uploaded file from the remote terminal can be handled at the host server.
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3.3 VNC Operation Setting

s|iela@ uonoun4

3.3.4.5 Virtual CD-ROM Drive

By specifying the URL for the ISO files in the file server, the product can be
emulated to the host server as a virtual CD-ROM drive.
ISO files are emulated in the accessible file server of this product.

Store the 1SO files in the online file server.
The virtual CD-ROM drive setting method is described below. (The following method

is for the Windows OS host server.)

Setting Procedure

1. Select [Keyboard, Mouse, Storage] on the [Keyboard/Mouse/KVM Setup] page

for USB device setting.

Refer to 3.3.3.5 USB Device (page 89)

Keyboard/Mouse/KVM Setup

Hot Key configuration of FCL KWM Switch

| Disable =l

Keyboard Mapping (for localization)

IGeneric or US/English ;I

Disable USE Keyboard/Mouse Emulation

|Normal (Emulation active) x|

Disahle USE Absolute Mouse Support

|Disah|ed {Relative mouse);l

USE Device

Keyboard, Mouse ;I

Keyboard, Mouse

A\CAUTION

If the host server is rebooted, USB virtual disk function will be "Disable”

Keyhoard

automatically.

When vou use USB virtual disk function again after the host server starts,

please set USB Device setup as [Keyboard, Mouse, Storage].

In the case where it sets up on the Web page:
Refer to 3.3.3.5 USB Device (page 89)

In the case where it sets up on the VNC window:
Refer to 2.5.9 USB Setting Window (page 47)
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3.3 VNC Operation Setting

2. Specify URL for ISO files to the [CD-ROM ISO image] in the [File Transfer] page
and click [Commit] button.

CD-ROM IS0 Image

Ihttp://192.163.0.1?5/testjso Co i
Top of Page

(It is also specified by entering the URL and clicking [CD-ROM image] button.)

3. When iso files exist in the online file server, it is displayed as follows. Click
Return to File Transfer page.

Disk is now set to emulate a CD-ROM image via HTTP.

.
C
>
(@]
=
o
>
v
9]
o}
)
7

HTTF connection successful. Everything looks good.

HITP server: 192.168.0.175 (port 80)
File path: ~test.iso

File size: 4337664 byvtes

FS type: I30-9660 filesystem

Block size: 2048

Number of blocks: 2118

Return to File Transfer page.

If the link failed or the ISO files are disabled, the following message is displayed and
the virtual CD-ROM function could not execute.

Test failed:

Connect failed: Mo route to host

Eeturn to File Transfer page.
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3.3 VNC Operation Setting

4. Check [Current Status] in File Transfer page. If [Virtual disk] is "Inserted", the
host server recognizes the virtual CD-ROM.
By clicking [Disk Image] URL, it is also able to download ISO files from the file
server to the operating terminal.

Current Status

|Virtua| disk |Inserted

|Data |(n0t available, host has contral)
[pisk type [CD-ROM 150-image

|Size |4 MiBytes

|Access |Read—0n|y

|Space used |N/A (IS0 image)

|Disk image lnttp://192.166.0.175/test iso

.
c
S
(@]
=2
o
>
O
0]
[l
)
&

Top of Page

5. Execute VNC log on and check [My computer] in the host server. It is confirmed
that the CD-ROM drive is recognized.

name

|LNm][(uus][Scr] 24 Kbps/55.7ms  Menu M-Resyn Ctl-Alt-Del VirtKeys PS/2 USB KVM (VM-RST Video-RST AutoSync

P My Computer '

Eile Edit ew Favorites Tools  Help

Qe - ) - ¥ |pSEarch | Falders ‘|$ 3 X I¢)|-
Address [ 1 iy Computer EREREE

Narme: [ Type [ Takal Size: | Free Space | Comments

Files Stored on This Computer

I[)Shared Documents  File Folder
() Administrator's ... File Folder

Hard Disk Drives

e Local Disk (C1) Local Disk
“ee®Local Disk (D) Local Disk.

Devices with Removable Storage

2 DVD{CD-RW Driv... _CD Drive
LWOL_200411081... D Drive Ubytes

pattern.png

6 objscts

i#istart| || 3 My computer « L@ 252pm

[Java Applst Window

The CD-ROM drive is accessible in this status (Read only).
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3.4. Other Setting

This section provides explanations for other setting items.

AJ noname (192.168.0.100): SERVIS IP-K¥M 1p Converter - Micrasoft Internet Explorer

3.4 Other Setting

=18]x]

Eile Edit ‘Wew Favorites Tooks Help

I

Gﬁatk - - ﬂ E’I 7:\1 | /"‘: Search \i'\;»Favuntes Q"<| - .._7, = J‘i

Address Iﬁj https:/1192.16&.0.100/nph-the. cgifindex_e. html

B ‘Llnks D

SERVIS IP-KVM (FX-7001NP Series : Version V1L20ES )

This Machine is "noname"@192.168.0.100(00:e0:00:ee:04:03).

» Disconnect all ]
VNC users
= Keyboard/Mouse
Setup
» File Transfer
= Other Settin
w ldentification
= Recent
system log
entries
Set date &
time

Monitoring
Information

= Basic
Information
Identification
Date & Time
Keyboard/Mouse

Hast power: ON
Yideo model: 800x600 @ FE5Hz

Select from a left menu the item which does a setup/work

Elrmware
Information

= Copyright
MNotices

= Flash/Firmware -
4| »

Login name:admin{192.162.0,175)
User{s) in Web login: admin®*,

User{s) in WNC login: Update state

&7 Progress: S5t handshake completed.

1 T a—

n
c
S
o
=
o
=]
O
0]
1:3
=
o
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3.4 Other Setting

3.4.1 Identification

Click Identification from the menu-selecting area, the following setting page is
displayed.

Set the identification name and identifier settings for this product.

The setting value is displayed as device information in the System ID Window of the
VNC connection.

Refer to 2.5.4 System ID Window (page 37)

It has no effect on the operation, even if it is not set.

T
c 3 i [152.160.0.1 00k SRVES 1P-EYM L Convestrer - Micrasolt Internet Bplorer L
g Bie [dt e Fygockes Tock  feh L
— [« TR R RE P s It . 1
(@] Ackress (] g1/ 52 89,2, 102 o e candes_s. bl B |we ™
>
SERVIS IP-KVM (FX-TOOLMNP Series : Version V1L20ES )
W) This Machine is "noname @192, 168.0. 100(00:e0:00:ee:04:03 ).
)
—+
D
[7)]
Identification

T

Location T——"

Contact Name o contact?

Potwork 4ddress Mo notaddmast

Besenptian | TPpm—

You must click here to save your changes: Gommit Ghangns

Login rame: ademin] 192,160,0.175)
User(s) in Wab login: admn®
useris)in WNC login: |

[ p—— 3 [ bt
Identification
|Machine MNatme ||n0name
|LDcati0n ||Unkn0wn location?
|C0ntact Marne ||N0 contact?
|Netw0rk Address ||ND netaddress?
|Description ||No desctiption?
You must click here to save yvour changes: Commit Changes

114 SERVIS IP-KVM
1p Converter
User’s Guide



3.4 Other Setting

» Machine Name
Name to identify this product. The Machine Name is enabled to provide HCP
server as the "client name" when you create DNS entry conform to this name.
It is also to be displayed in the each top of web browser interface pages and
used as "desktop name" for the VNC client.

» Location

Enter the information where the system is located. This value transmitted as
system.sysLocation value via SNMP.

» Contact Name
Enter the contact information relating to this product. (Usually enter e-malil
address etc.)
This value is transmitted as the system.sysContact via SNMP.

» Network Address
This value is not used for system configuration, but it stores user-defined
value to identify the operated device in the network. Enter the DNS name for
the operating device. This item is not required and can be used at your
discretion.

» Description

Enter the user-defined descriptions for controlled devices.

After entering the setting, click the [Commit Changes] button. The following
message is displayed and the setting is reflected.

Identfication changes committed.

Wait 3 seconds to continue, or click here,

No Japanese font is acceptable for system ID setting. Use English one-byte
characters for this item.

s|iela@ uonoun4
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3.4 Other Setting

3.4.2 Recent system log entries

Click Recent system log entries from the menu-selecting area, the following setting
page is displayed.
Specify system log items in this page.

20100 STRYES 1P-EVM |p Convester - Microsodt Inbernet fplarer L IE
Bl [ e Fgworkes ook fieh s
e - ] 0| s e € (- L TR B
Aepnss [ ) e 11921680, 1001 . e ok B
SERVIS IP-KVM (FX-TOOLMNP Series : Version V1L20ES )
This Machine is "noname @192, 168.0, 100 00:e0:00:ee:0-403 ).
T Recent system log entries (syslog)
% System log
(@] syeiogd staried * =0 0 4 (7007 ]
— relstarting
o
>
)
Pd
=
[7)]
« Flash/Fimrwars =
T —— | JIJ =]
Login name: ad: 2, 160,0.175)
Liser in Wab lagl imin®
User(z) in WNC login: (Update state)

] Progress: S, handshake camplsted. 5 (@ ket

| v

Recent system log entries (syslog)

System log
Jan 1 00:00:00 {(none) =y=log.info syslogd started: BusyBox w0 .60.4 {2003,
Jan 1 00:00:02 {none) user.notice root: Hetwork servers (re)starting.
Jan 1 00:00:03 {none) user.info sy=log: insmod —= -k brl
Jan 1 00:00:03 {none) =yslog.info System log daemon exiting.
Jan 1 00:00:03 noname =y=log.info syslogd started: BusyBox w0 .60.4 {2003,
Jan 1 00:00:04 noname auth.info =shd[93]: Server listening on 192 .168.1.1
Jan 1 00:00:04 noname auth.info s=hd[93]: Server listening on 192 168.0.1
Jan 1 00:00:04 noname auth.info s=shd[93]: Server listening on 99.99.99 99
Jan 1 00:00:08 noname user.info init: Starting pid 127, console sdev tt=s
Jan 1 00:00:08 noname user . info init: Starting pid 128. console ~devttss

Hay 22 19:57:38 noname auth . notice syslog: Succes=ful login (user admin)
Haw 22 19:58:25 noname auth . notice syslog: Session logout (user admin from
Hay 22 19:58:37 noname auth . notice syslog: Succes=ful login {user admin) v
Haw 22 19:59:25 noname auth . notice =syslog: Session logout (user admin from
Hay 22 19:59:34 noname auth notice syslog: Succes=ful login {user admin) v
Haw 22 20:04:34 noname auth . notice =syslog: Session logout (user admin from
Hay 22 20:04:43 noname auth . notice syslog: Succes=ful login {user userl) v
Hay 22 20:06:34 noname auth . notice syslog: Session logout {user userl from
Hay 22 20:06:40 noname auth notice syslog: Succes=ful login {user admin) v
Hay 22 20:13:27 noname locall. notice syslog: VHC: Hew connection from 192
Hay 22 20:13:27 nonamne auth . notice syslog: Successful login {user admin) va
3

mwe D I 4D CE anmanmmm man £l b dmem mwrm L UM 18 ek A S e an ok e E e,
4

Cownload syslog here,

Clear Log |
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3.4 Other Setting

Click [Download syslog here.] to display system logs in another window.

(ol x|
Eile Edit ‘ew Favorites Tools Help | .ﬂ'
€ RS ﬂ ﬂ o | ) search 5 ¢ CE =S

Agdress [ ] hitps:/f192.168.0.100]nph-the. cqijdump-log.sh B |Links 2

00:00:04 noname suth. info sshd[93]: Server listening on 99.99.99.99 port 22.

Jan 00:00:08 noname user. info init: Starting pid 127, console /dew/tts/0: "/bin/setup’

Jan 1 00:00:08 noname user.info init: Starting pid 126, console /dev/tts/1: " /hin/setup’

May 22 19:57:38 noname auth.notice sysloz: Successful lozin (user admin) wia Web password

May 22 19:58:25 noname auth.notice sysloz: Session lozout (user admin from 192.168.0.175:1234, connected 47s): Lozout paze

May 22 19:58:87 noname auth.notice syslos! Successful lozin (user admin) wia Web password

May 22 19:58:25 noname suth.notice syslog: Session logout (user admin from 192.168.0.175:1243, connected 48s): Logout paze

May 22 19:59:34 noname auth.notice svslog: Successful lozin (user admin) wia Web password

May 22 20:04:34 noname auth.notice sysloz: Session lozout (user admin from 192.168.0.175:1264, connected 5m): Lozoul page

May 22 20:04:4% noname auth.notice syslos: Successful lozin (user userl) wia Web password

May 22 20:06:34 noname suth.notice syslog: Session logout (user user! from 192.168.0.175:1267, connected Tm): Logout page

May 22 20:06:40 noname auth.notice syslos: Successful login (user adnin) vwia Web password

May 22 20:13:27 noname locall.notice sysloz: YNG: Mew connection from 192.168.0.175:1267 (RC4-MDE (128 bit key)) [RTT=11E.148ms]
May 22 20:13:27 noname auth.nolice syslos: Successful losin {user admin) from 192.168.0.175:1267, via YNC OTF

May 22 20:13:56 noname suth.notice syslog: WNC: Client disconnected (from 192.188.0.176:1287).

May 22 20:13:56 noname auth.notice syslos: Session lozout (user admin from 192.168.0.175:1287, connected 29s): Discannected
May 22 20:14:09 noname local.notice sysloz: YNG: Mew connection from 192.168.0.175:1290 (RC4-MDS (128 bit key)) [RTT=52.081ms]
May 22 20:14:10 noname auth.nolice syslos: Successful login {user admin) from 192.168.0.175:1280, via YNC OTP

May 22 20:14:41 noname suth.notice syslog: WNC: Client disconnected (from 192.168.0.175:12490).

May 22 20:14:41 noname auth.notice syslos: Session lozout (user admin from 192.168.0.175:1290, connected 31s): Discannected
May 22 20:15:24 noname locall.notice sysloz: YNG: Mew connection from 192.168.0.175:1302 (RC4-MDE (128 bit key)) [RTT=60.443ns]
May 22 20:15:24 noname auth.notice sysloz: Successful login {user admin) from 192.168.0.175:1302, via YNC OTF

May 22 20:16:20 noname suth.notice syslog: WNC: Client disconnected (from 192.188.0.175:1302),

May 22 20:16:20 noname auth.notice syslos: Session lozout (user admin from 192.166.0.175:1302, connected 56s): Discannected
May 22 20:17:28 noneme svslog.info -- MARK --

May 22 20:20:11 noname suth.notice sysloz: Successful login (user admin) wia Web password

May 22 20:23:31 noname locall.notice syslog: VNG Mew comnection from 192.168.0.175:1067 (RC4-MDS (128 bit key)) [RTT=52.226ms]
May 22 20:23:31 noname auth.notice syslos: Successful login {user admin) from 192.168.0.175:1057, via ¥NC OTP

May 22 20:28:58 noname auth.motice swslos: WNG: Client disconnected (from 192.188.0.176:1067).

May 22 20:28:58 noname suth.notice sysloz: Session logout (user admin from 182.166.0.175:1057, connected Gm): Disconnected

May 22 20:29:17 noname suth.notice svslog! Session lozout (user admwin from 192.168.0.175:1060, connected Gm): Lozout page

May 22 20:29:23 noname auth.notice sysloz: Successful lozin (user adnin) wia Web password

May 22 20:30:14 noname locall.notice svsloz: YNG: Mew connection from 192.188.0.175:1078 (RC4-MDE (128 bit kev)) [RTT=115.324us]
May 22 20:30:14 noname auth.notice syslog: Successful lozin (user admin) from 182, 168.0.176:1078, via YNC OTP

May 22 20:31:32 noname suth.notice sysloz! Session lozout (user adwin from 192.168.0.175:1302, connected 24m): Idle time out
May 22 20:31:32 noname auth.notice sysloz: Session lozout (user admin from 192.168.0.175:1076, connected 1m): Dead process

Jan

Jan 1 00:00:00 (none) svslog.info svslosd started: BusyBox w0.B0.4 (2002.12.11-13:53+0000)
Jan 1 00:00:02 (none) user.notice root: Network servers (relstarting.
Jan 1 00:00:03 (none) user.info syslog: insmod -= -k brl
Jan 1.00:00:03 (none) sysloz.info System loz daemon exiting.
Jan 1 00:00:0% noname syslog. info svslosd started: BusyBox w0.B0.4 (2002.12.11-13:53+0000)
Jan 1 00:00:04 noname auth. info sshd[83]: Server listening on 132.168.1.123 port 22,
Jan 1 00:00:04 noname auth. info sshd[83]: Server |istening on 192.168.0.100 port 22.
1
1
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Click the [Clear Log] button. The following message is displayed and the system
log is cleared.

System log cleared.

Wait 3 seconds to continue, or click here.
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3.4 Other Setting

3.4.3 Set date & time

Click Set date & time from the menu-selecting area and the following setting page is
displayed. Specify date and time settings in this page.

3§ nonace: (132,160 06 ) SORVES IP-EVH i Convestes - Microsolt internet fuplerer

=18 x|
Ble [l e Fpoctes Dok teh s
Qo - 3 - [x] 2] | e erwnn €] (- 1L TS B
Aaiinss [ ] et 1921460, 1001 . v bk B
SERVIS IP-KVM (FX-TOOLMNP Series : Version V1L20ES )
This Machine is "noname @192, 168.0. 100{00:e0; 00:ee:04:03 ),

Set Date and Time

m Current time

c When this page was sent:

=) T

O Moo May 2Z 20:36:09 2006

—

6' Change time/date

5 IF the computer you are using to view this page knows the comrect time, just press
D the bautton below to set the time and date to the same time as your browsar.
D St o LOGAL time

Pd

E_ et to UTC time

(]

I '
= Flash/Fimmware -
T —— | L,_I

Lesgin name: adein
User(s) in Wab kg n*
User(z) in WNC log (ugdate stare)

l5 1

0.0.175)

] Progrees: 53 Banddhaba compleed. 5 (@ ket

| v

Set Date and Time
Current time

When this page was sent:
Mon May 22 20:36:09 2006

Change time/date

If the computer you are using to view this page knows the correct time, just press
the button below to set the time and date to the same time as your browser,

Set to LOCAL time |

Set to UTC time |

Ll

The following two kinds of date and time settings are available.

» Date and time specified in the local terminal PC (Local) that displays the
web pages.

» UTC (Coordinated Universal Time, GMT or Zulu).
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3.4 Other Setting

Click [Set to LOCAL time] or [Set to UTC time] button, the following message is
displayed and the time is set.

Time and date changed.

Wait 3 seconds to continue, or click here.

s|iela@ uonoun4
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3.5 Information

3.5. Information

Displays the setting status of this product. General users can check this item.

Click setting items from the menu-selecting area of the web page, the setting value
is displayed in the right screen.

A noname (192.168.0.100): SERVIS IP-K¥M 1p Converter - Microsoft Internet Explorer 12|
N
I

Eile Edt View Favorites Tools Help

Search ¢ Favorites {{7)
%S

Q- - ¢ & | )

Agdress [ ] https://192.168.0. 100]nphethe.cqifindex_e.htm R ‘L\nks E

SERVIS IP-KVM (FX-7001NP Series : Version V1L20ES )
This Machine is "noname"@192.168.0.100(00:e0:00:ee:04:03).

« Identification =l
= Recent
systemn log
entries
= Set date &
_ fime Select from a left menu the item which does a setup/work
= Information
= Basic
Information
= Identification P
e — Monitoring
« Date & Time :
» Keyboard/Mousd LBty
= Flrmware
Information
" COM” ht Host power: ON

Lotices video madel: 200x600 @ 75Hz
» Flash/Firmware

Management
= Flash/Firmware
Management

n
c
S
o
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o
S
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7

= Logout -
[ —

Login name:admin({192.168.0,175)
User(s) in Web login: admin*

User{s) in WHC login: Ugd:ate state

[&] Progress: 55 handshake completed, N

Refer to the following section for information.
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3.5 Information

3.5.1 Basic Information

Click Basic Information from the menu-selecting area, and the following contents are
displayed.
You can check basic information here.

2 nonares (192 160.0 100} STRVES IP-EVM Lp Convester - Microsolt Inbernet Eplorer i) x|

Bl [ e Fgworkes ook fieh s
Oﬂ;k i | :‘\ ul | p! Bk F L (‘ T g a9 :1
L I T ey e e————r— BT

SERVIS IP-KVM (FX-TOOLMNP Series : Version V1L20ES )
This Machine is "noname @192, 168.0. 100{00:e0; 00:ee:04:03 ),

Basic Information :I

n
c
S
o
=
o
=]
O
0]
1:3
=
o

Management oh

AD0XA00 @ TENE
= Legout

.

Lisgin name:adein] 192,160.0.175)
User(s) in Web lagin: admin®
User(s)in VNG logn:

] Progrees: 53 Banddhaba compleed. 5 (@ ket

Basic Information

Hardware Information
Metwork Information
Port Nurmnbers
Connection Information
Current Users

Systermn log entries
Metworle Config

Hardware Information

|Host power |ON
[videa made |200x600 @ 75Hz

Top of Page =

Items in "Basic information" are explained in the following section.
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3.5 Information

3.5.1.1 Hardware Information

The power on/off status and video mode of the host server is displayed.

Hardware Information

|Host power |ON
[viden mods |200x600 @ 75Hz

Top of Page

3.5.1.2 Network Information

The specified network information of this product is displayed.
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Network Information

| Port | LAN
1P address [132.168.0.100
[Subret mask |255.255.255.0
|Gateway (or 0.0.0.0 far none) [192.168.0.1
|Broadcast [192.168.0.255

|DNS Servers

|Defau|t DMS domain suffix

[mMac address [00:en:00:es:04:03

Top of Page

3.5.1.3 Port Numbers

The specified network port numbers of this product is displayed.

Port Numbers

LAN

| Service | Current Port
|ssh |22

[http a0

|snmp |161

[https [443

[unc [55900

[vnes [15900

Top of Page
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3.5 Information

3.5.1.4 Connection Information

The user information currently connecting to this product is displayed.

Connect Information

[connect fram [192.168.0,175: 1152
|Lugin user |admin
[Encryption [RC4-MD5 (128 hit key)

Top of Page

3.5.1.5 Current Users
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The user account information currently logged on to this product is displayed.

|

Current Users

|T|Username | From |Seruice |L|:||_:|in Method | Login Time | Last Active
|T| admin * |192.168.D.1?5: 1152 | Weh |Web passward |24 minutes ago |D seconds ago

Top of Page

3.5.1.6 System log entries

System logs of this product are displayed.

System log entries

Jan
Jan
Jan
Jan
Jan
Jan
Jan
Jan

00:00:00 {none) syslog.info syslogd started: BusyBox +0.60.4 (2003 o
00:00:02 {none) user.notice root: Hetwork servers {(relistarting.
00:00:03 {none) user.info syslog: insmod —s -k brl

00:00:03 {none) =sys=log.info System log dasmon exiting.

00:00:03 noname syvslog. info syslogd started: BusyBox v0.60.4 (2003,
00:00:03 noname user.notice root: Hetwork interface (reliconfig comp
00:00:04 noname auth.info =s=hd[93]: Server listening on 192 .168.1.1
00:00:04 noname auth.info s=hd[93]: Server listening on 192 . 168.0.1
Jan 00:00:04 noname auth.info =shd[93]: Server listening on 99.99.99 99
1an 00:00:07 noname user.info init: Starting pid 121, console ~devsttss T
4 3

RPHRRERERRERR R

Cownload syslog here,

Top of Page
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3.5 Information

3.5.1.7 Network Config

You can check the current device setting with the following items. It is possible to
debug trouble spots in the network configuration with these settings. (Cannot edit
the following logs directly.)

Network Config

WARNING: It is not possible to directly edit these files,

Current ifconfig -a output

Current route output

Current iptables setup

Top of Page
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Click [Current ifconfig -a output], and the following screen is displayed.

3 https://192.168.0.100/nph-the.cqi/ifconfig.sh - Microsoft Internet Explorer - |E||5|
File Edit Yiew Favorites Tools Help | ff
dBack - J - \ﬂ |§| .'_\J /..-\: Search \;\7 Favarites Q-‘? = 1 ‘i“

Address |éj https: /{192 168.0.100{nph-the.cgififconfig.sh B> N | Links *
ethil Link encap:Ethernet HWaddr 00:E0:00:EE:04:0D

inet addr:i192.168.0.100 Bcast:132,188.0.250  Mask:2B5.266.266.0
UP BROADCAST RUNMING MULTICAST MTU:1800 Metric:t

R¥ packet=:11358 errors:0 dropped:0 overrunz:0 frame:l

TH packet=:1336 errorsil) dropped:0 overruns:( carrier:l
collisions:0 txqueuslen:100

R¥ bytest 128721 (125.7 kiB) TH bvtes:346240 (338.1 kiB)
Interrupt:1h

lo Link encap:Local Loopback
inet addr:127.0.0.1 Mask:265.0.0.0
UP LOOPBACK RUMNING MWTU: 18438 Metric:i
R¥ packet=:2124 errors:0 dropped:l overruns:0 frame:l
T¥ packets:2124 errorsil dropped:) overrung:il carrier:l
collisions:0 txqueuslen:l
R¥ bytes:400198 (390.8 kiB) TH bytes:400198 (390.% kiB)

N

€] pone T T T8 e ntermet

124 SERVIS IP-KVM
1p Converter
User’s Guide



3.5 Information

Click [Current route output], and the following screen is displayed.

92.168.0.100/nph-the.cgi/route.sh - Microsoft Internet Explorer - |EI|1|
File Edit Wiew Favorites Tools Help | ,'
= - ) = N ; ) S T\
QBack A B \ﬂ @ ._lj | /_) Search \?/'\'(‘ Favorites €‘3| W= E H ‘ﬁ
address |:éj https:/{192,168.0,100/nph-the cgifraute.sh =l Go |Links »
El

Kernel IP routing table

Dest ination Gateway Germask Flags Metric Ref Use Iface
192.168.0.0 # 2BB.256,266.0 U 0 0 ethl
192.168.0.0 192.168.0.1 265.255.285.00 UG 0 0 0 ethl
192.168.0.0 # 256.256,266.0 U 0 0 0 ethl
127.0.0.0 #® 255.0.0.0 i I I 0 la
default 192.168.0.1 0.0.0.0 UG 0 0 0 ethl
n
S
= Q
] bone l_’_’_|_|—é_|° Internet Y g
>
O
@
Click [Current iptables setup], and the following screen is displayed. 3—)1
92.168.0.100/nph-the.cgi/iptables.sh - Microsoft Internet Explorer - |EI|5|
File Edit Yiew Favorites Tools Help | :f'
QBack - -J - \ﬂ \g ._lj | /._jSearch “:Z/”\'( Farvarites €}| <] = I-\.?— E ﬁ
Address |:§] https: {192 ,168.0.100/nph-the caifiptables.sh =l Go |Links »
Chain INPUT {policy ACCEPT) J
target prot opt source dest inat ion
[&] pone I_I_I_I_E|° Internet v
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3.5 Information

3.5.2 Identification (Information)

Click ldentification from the menu-selecting area, and the following setting page is
displayed.
Check the system ID of this product here.

T nonsee (1521680100} STRVIS 1PV I Comverber - Microsalt Intermet fiplarer EES|

Be [ Yenw Fywode Dok beo @
N T A N 3

Q- Q- [ 1) G Pswn Jorowam € ~iw 33

e ] betpe1/352.160.0. 00k the. colieebes_n berd = e s ™

SERVIS IP-KVM (FX-7001NP Series @ Version VILZ0ES )
This Machine is "noname "@192, 168.0. 100{00:eD:00ee: 04:03).

Identification
Maching Name noname
MNetwark Address Mo net addregs?

Contact Hame

n
c
S
o
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o
S
)
@
—t
=
7

Login name:admin{ 152,

Useris)n Web lagin: ai
User(s) 0 VG logn:  (wodate state)

] Prograce: 55 handdaba conietsd. B o weemat
Identification
|Machine Mame |n0name
|Netw0rk Address |N0 net address?
|Descripti0n |N0 description?
|LDcati0n |Unkn0wn location?
|Contact MNatme |No contact?
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3.5 Information

3.5.3 Date & Time

Click Date & Time from the menu-selecting area, and the following setting page is
displayed.
Check date and time specified in this product here.

2 nonares (192 160.0 100} STRVES IP-EVM Lp Convester - Microsolt Inbernet Eplorer =l x|
Ble [l e Fpoctes Dok teh s
Qe - - (3] 2] G P Scmmns @) (50 1L B
Aaiinss [ ] et 1921460, 1001 . v bk B
SERVIS IP-KVM (FX-TOOLMNP Series : Version V1L20ES )
This Machine is "noname @192, 168.0. 100{00:e0; 00:ee:04:03 ),

Current time
Whan thiz page was sent:

Mon May 22 20:40:10 2006

n
c
S
o
=
o
=]
O
0]
1:3
=
o

e adenin] 192, 160,0.175)
b wab lagin: admn®
Userlshin WNC login:  (Ugdate state)

] Progrees: 53 Banddhaba compleed. 5 (@ ket

Current time
When this page was sent:

Mon May 22 20:40:10 2006
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3.5 Information

3.5.4 Keyboard/Mouse/KVM

Click Keyboard/Mouse/KVM from the menu-selecting area, and the following setting

page is displayed.

Check the input interface information of this product here.

(19216001 D0 STRVES IP-KVHM |p Convester - Microsolt Internet Daplerer

Bl [dt ‘few Fgorkes Took el

Qe = ) - [x] (2] () s e )| (- 0 TS

I IE|

e N e ]

EE

SERVIS IP-KVM (FX-TOOLMNP Series : Version V1L20ES )
This Machine is "noname @192, 168.0. 100{00:e0; 00:ee:04:03 ),

Keyboard/Mouse/KVM

Hot Key confiquration of FCL KVM Switch
Keyboard Mapping (for kcaizas
Disable USE Keyboard/Mouse Emu.

= Legout

.

Lisgin name:adein] 192,160.0.175)
User(s) in Web lagin: admin®
User(s) in WNC lagin:

] Progrees: 53 Banddhaba compleed.

Keyboard/Mouse/KVM

|H0t Key configuration of FCL KWM Switch

|Disab|e

|Keyb0ard Mapping {for localization)

|Generic or US/English

|Disah|e USB Keyboard/Mouse Emulation

|N0rmal {Emulation active)

|Disah|e USB absolute Mouse Support

|Disab|ed {Relative mouse)

|USB Device

|Keyboard, Mouse
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3.5 Information

3.5.5 Firmware Information

Click Eirmware Information from the menu-selecting area, and the following page is
displayed.
Check the firmware information of this product here.

2 nonares (192 160.0 100} STRVES IP-EVM Lp Convester - Microsolt Inbernet Eplorer i) x|
Bie [dt e Fygockes Tock  feh L

[« TR R RE P s It . 1
L I T ey e e————r— BT
SERVIS IP-KVM (FX-TOOLMNP Series : Version V1L20ES )
This Machine is "noname @192, 168.0, 100 00:e0:00:ee:0-403 ).
Firmware Information T
c
‘Component Version / Release S
System firmware VIL20ES o
1251 Companent VL2 —*
Linux Kemel Linux version 2.4.20-pre7 o
System FPGA 32 :
PEZ rocontroler 29
Pz chLs 2 O
)
—+
=
(7]
ademin]192.,168.0.175)
Vb imin®
i WNC login: {Update stake)
[ p—— 3 [ bt

Firmware Information

|C|:|mp|:|nent |Versi|:|n / Release
|System firmware |V1L20ES
[cGI Component [viLeoEs

|Linu>< kernel

|Linu>< wersion 2.4.20-pre?

[Systermn FPGA

[32

|F‘S/2 Microcontroller

EE

[Pssz crLo

2
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3.5 Information

3.5.6 Copyright Notices

Click Copyright Notices from the menu-selecting area, and the following page is
displayed.
Check Copyright information of this product here.

3 nonsme (1921600100} SRVIS IP-KVM Lp Convester - Microsolt Inbernet Fplornr i@ x|
Bl [ e Fgworkes ook fieh s
I e R R Ty e |

L I T ey e e————r— BT

SERVIS IP-KVM (FX-TOOLMNP Series : Version V1L20ES )
This Machine is "noname @192, 168.0. 100{00:e0; 00:ee:04:03 ),

Copyright Notices

Linuk Operating System

This software pr

system similar to Unix. It |5 coverad by th

gran is fres softe

ption) any later wersion.

ibuted in the hope that it will be useful,
without ever the implied marranty of
FOR A PARTICULAR PURFOSE. See the
for mora details.

n
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S
o
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o
S
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=
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of the GU &

B rogress: 5 Fandabe compbsied. 3 [ vieeet

Copyright Notices
Linux Operating System

This software product is running under Linux 2.4.20, an open-source operating
system similar to Unix. It is covered by the GNU General Public License;

This program is free software; wvou can redistribute it and-or modify
1t under the terms of the GNI General Public License as published by
the Free ZSoftware Foundation; either version 2 of the License, or
(at vour option) any later wversion.

This program is distributed in the hope that it will bhe useful,
but WITHOUT ANY WARRANTY; without even the implied warranty of
MERCHANTABILITY or FITWEZS FOR A PARTICULAE PURFOZE. See the
GMU General Public License for more details.

You should have received a copy of the GNU General Public License
along with this program; if not, write to the Free Software
Foundation, Inc., 59 Temple Place, Suite 330, Boston, MA 02111-1307 USA

-
Nlamma mmbns The sleomom sl mmimlime e blem mommmm b imm ek mimm AL ok o F e _lJ
13

4 |
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3.6 Flash/Firmware Management

3.6. Flash/Firmware Management

3.6.1 Flash/Firmware Management

Click Flash/Firmware Management from the menu selecting area, and the following
setting page is displayed.

Confirm the current firmware version information and upload new firmware. 3
2 nonane (157.160.0.100k SERVES IB-KYM |p Convester - Ficrosolt Internet Explerer =18 x|
Bl [l e Fperkes Tk leh s
Qe - Q- [x] (3] (] Pswar omenm @) (3- 10T B
[T I Py T S————— B T
SERVIS IP-KVM (FX-7DDLNP Series : Version ¥ 1L20ES ) =
This Machine is "noname @192, 168.0, 100 00:e0:00:ee:0-403 ). >
2
= O
>
Flash/Firmware Management o
Version Numbers 9]
—
Companant Varsion / Relpase a_')
System firmware VIL20ES m

€61 Campanent VL
Linux kamel rsicn 2.4.20-prat
Systam FRGA 3z

PS/7 Microcantrollar 29

P57 CRLD

Upload Mew Firmware
WARMNING: Do not turm off power before the operation complates ¢

File to uplosd:

Briwesis

Vintaad firmuenes | =]

denin| 192,160,
b T
User(s)in VNG logn:

] Progrees: 53 Banddhaba compleed. 5 (@ ket

| »

Flash/Firmware Management

Version Numbers

|C|:|mp|:|nent |Versi|:|n / Release
|S\,rstem firmware |V1L20ES

[cGI component [wilznEs

|Linu>< Kernel |Linu>< version 2.4.20-pre?
[System FPGA |22

|F‘S/2 Microcontroller |29

[Pssz crLD 2

Upload New Firmware
WARNING: Do not turn off power before the operation completes successfully!

File to upload:

| Browse... |

Upload firmware |

System Reboot
After installing new firmware, you may want to reboot:

Reboot Myself |
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3.6 Flash/Firmware Management

Click the [Browse...] button, select the file to be uploaded and click [Upload
firmware]. The writing starts as follows.

Writing to flash
Progress
Walt...

Click here when completed.

Click here for page reload (if not automatic).

When finished writing, the following screen is displayed.

Writing to flash

Progress

Starting...

File contents: Main Firmware

Release date: March 102006
Total size: 3829824 byvtes

System will reboot once file is written.

Wrote 3829824 bvtes of data.

Verifying contents... 3829824 byvtes (100% okay)

Done (success). b

Rebooting. ..

Click here when completed,

il

Click [Click here when completed]. Return to the [Flash/Firmware Management]
page and click the [Reboot Myself] button.
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3.6 Flash/Firmware Management

A\CAUTION

There is a risk of device failure if the process is cut off during writing to flash
memories. Make sure not to power off the device until the firmware updating is
successfully completed.

Wait at least 1 minute before stopping the uploading process (or evaluate whether

the uploading process is not working) after clicking the [Upload firmware] button. 3
It is necessary to reboot this product for upgrade. Log on again after rebooting
and confirm that the system is upgraded with firmware version information.

For the upload file providing, we will offer consultation separately.

Cautions After the Uploading

.
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It is necessary to clear the old Java Plug-in caches in client PC side after the
firmware uploading. If not, the old Java Plug-in activated and firmware uploading
is not reflected.

The following is the example of the cache clearing method for Windows 2000.

1. Click [Start] — [Setting] — and open Java in the [Control Panel] window.

i x|

File Edit Wiew Favorites Tools Help | "

€ JEE A - B ir / ) Search Falders By | P x n | El =

Address I{} Contral Panel B

Mame  *~ | Commenkts =
_'gccessibility Options Adjust your computer settings For vision, hearing, and mability,

& add Hardware Installs and troubleshoots hardware

',_jndd or Remove Programs Install or remove programs and Windows components,

4 Adrministrative Tools Configure administrative settings For your computer.

“ Autornatic Updates Set up Windows to automatically deliver important updates

;‘J Date and Time Set the date, time, and time zone for your computer,

-j\ Displary Change the appearance of your desktop, such as the background, screen saver, colors, font sizes, and screen resolution.
| Folder Options Customize the display of files and Folders, change file associations, and make network files available offline.

[ Fonts Add, change, and manage fonts on your computer,

‘& Game Controllers Add, remove, and configure game controller hardware such as joysticks and gamepads.,

EInteI(R) Extreme Graphics Control the graphics hardware features of your syskem,

'_E’Internet Options Configure wour Inkernet display and connection settings,

& Jav Java(TM) Control Panel
@Key Customize your keyboard settings, such as the cursor blink rate and the character repeat rate,
"'J-.Mo ] Customize your mouse settings, such as the button configuration, double-click speed, mouse pointers, and motion speed.

'@',Network CiPnections Connects ko other computers, networks, and the Internet,

LPhone and Modem Options Configure your telephone dialing rules and modem settings.,

‘L%}Power Options Configure energy-saving settings For your computer,

CQPrinters and Faxes Shows installed printers and fax printers and helps vou add new ones. -
4 | o
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3.6 Flash/Firmware Management

2. The following [Java Control Panel] window is displayed. Click the [Delete
Files...] button.

& Java Control Panel ] |
|| Updatel Javal Securityl .C\dvancedl

About

Wiew version information about Java Control Panel,

About, ., |

Metwork Settings

Mebwork settings are used when making Internet connections. By default, Java
will use the network settings in wour web browser, Only advanced users should
modify these settings.

Metwork Settings... |

Temporary Internet Files

Files you use in Java applications are stored in & special Folder For quick execution
laker. Only advanced users should delete files or madify these settings.
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Delete Files.. . Settings. .. |

Cancel | Apply: |

3. The confirmation dialogue is displayed. Click the [OK] button.

Delete Temporary Files x|

“p Delete the following temparary files?

'-._‘

[+ Downloaded Applets
[+ Downloaded Applications
[+ Cther Files

; Zancel |

Then Java caches are cleared.
And the Java VNC connection is activated with the uploaded firmware.
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3.7 Operation for General User

3.7. Operation for General User

The following web page is displayed when logging on as a general user.

General users are not authorized to change settings and can confirm only the item
displayed on below.

However, general users can use it about the virtual disk function.

/2 noname (192.168.0.100): SERVIS IP-K¥M 1p Converter - Microsoft Internet Explorer & x|
File Edt View Favorites Tools  Help ‘ &
o | @ <o 3 3
O Back = () - d @ o) | - Search ¢ Favaries €‘< = e '.\i
Address [{€] https:/152. 168.0. 100/nph-the. caifinde_e.html B ‘L\nks =

SERVIS IP-KVM (FX-7001NP Series : Version V1L20ES )
This Machine is "noname"@192.168.0.100(00:e0:00:ee:04:03).

= Top
= WNC login
= WMNC login
more secure
= WYMNC Operation
Setting
= File Transfer
= Information
= Basic o
Information Monitoring
Identification Information
Cate & Time
Keyboard/Mouse/K
Elrmware
Information Host power: ON
= Copyright Yideo model: 800x600 @ 75Hz
MNotices

Select from a left menu the item which does a setup /work

n
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O
0]
1:3
=
o

= Logout

1l I W

Login name:userl{192,168.0,175)
User(s} in Web login: userl,

User(s) in VMNC login: Update state

& pane I I =0 T

Each item displayed in the menu selecting area is the same as the administrators.
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3.8 Concurrent Connection of Network Users

s|iela@ uonoun4

3.8. Concurrent Connection of Network Users

Up to 5 users are able to log on to this product and perform VNC connection to the
server concurrently.
The first user connected to VNC obtains operation authority.

Behavior of unauthorized network users depends on [Access Sharing Policy]
setting.
Refer to 3.3.1.3 Access Sharing Policy (page 79)

If you connected to the VNC but don't have operating authority, all buttons besides
[Video-Reset] and [Menu] button are displayed in gray. (Monitoring mode)

Menu M-Resyn Ct1-Alt-Del WirtKeys PS5/2 USE KVM KVM-RST Video-RST AutoSync

Even if you move the mouse on to the host server in monitoring mode, the cursor
does not move. The mouse clicked or some key entered in this mode, the following
window displayed.

View-only access. Mouse and keyboard are ignored.

Take control now

Click the [Take control now] button, the following window is displayed and you can
obtain the operating authorities. It enables you to operate the host server using the
keyboard and mouse.

You now have mouse and keyboard control.

All buttons in the VNC menu bar are displayed.

Menu M-Resyn Ctl-Alt-Del VirtKeys P5/2 USE KVM KVM-RST Video-RST AutoSync

Up to 5 users are able to connect to VNC via the network. If there are already 5
users connecting to VNC, the following dialogue box is displayed and connection is
impossible.

£ Tight¥NC N [ ]

Errar; Sarry, max # of users already connected. Connect again to force someone else offthe system.

Close Winduwl

|Java Applet Window
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3.9 Operation by VNC Software

3.9. Operation by VNC Software

The system of this product supports the following VNC software.
The Access method using TightVNC is shown below.

Procedure

1. Install TightVNC to the terminal PC in the network and execute the
vncviewer.exe.
Download TightVNC: http://www.tightvnc.com/download.html

s|iela@ uonoun4

2. Enter the IP address of this product and click the [OK] button.

Connection details EI

WNC server. [192168.0177 | oK

The falloving formats are supported: Cancel
hogt, host:dizplay, hosgt:port

[default iz ba uze dizplay O ar part 5300] Optioks... |

k&

3. Enter administrator password (default: admin) and click the [OK] button.
x|

Session password: I “““““ ]

3

Cancel
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3.9 Operation by VNC Software

4. The following Viewer is started.

=101x]

‘[Nun][cans][icr] 15 Kbps/56.9ms  Menu M-Resyn Ct1-Alt-Del VirtKeys PS/2 USE Video-RST AutoSync

.
c
S
(@]
=2
o
>
O
0]
[l
)
&

pattern.png

i#start] | « WLIE 3zeM

Operating method for the menu bar is the same as Java VNC.
Refer to 2.5.2 VNC Menu (page 32)
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Chapter 4 - Specifications

This chapter provides the specifications, operating conditions and detailed )
information about this product. }3
=
Q
Contents <)
>
(7]
4.1 Product Specifications page 140
4.2 RJ45 Connector Signal Assign page 141
4.3 Operational Environment page 141
4.4 Optional Accessories page 141
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4.1 Product Specifications

4.1. Product Specifications

ltems
Product Name SERVIS IP-KVM 1p Converter
Model Number FX-7001NP
Number of Managing Server 1
Number of Concurrent Network Connection: 5 users (Only 1 user is allowed to
Connections operate).
Local: 1 user (Local user controls exclusively)
CPU Type 32bit CPU
Clock 200MHz
Memory Main 32MB
Ethernet Type 10BASE-T, 100BASE-TX
Supported IP, ICMP, TCP, UDP, FTP, DHCP,
Protocol VNC, VNCS (ssh tunneled VNC), HTTP, HTTPS,
SYSLOG, DNS, SSL, SSH
Security SSL (RC4, MD5), SSH, Firewall
Console Type Signal Standard: RS-232C
Supported Speed | 115.2kbps
Connector Ethernet RJ45 x 1
Console RJ45x 1
Local D-sub15x 1
mini-DING x. 2
Server D-sub15x 1
mini-DIN8 x 1
USB x 1
Power DC5V Power Adapter x 2 (Redundant power supply
supported).

Supported Video Resolution
(Server)

640 x 480 (60Hz, 72Hz, 75Hz, 85Hz)
800 x 600 (60Hz, 72Hz, 75Hz, 85Hz)
1024 x 768 (60Hz, 70Hz, 75Hz, 85Hz)
1152 x 864 (75Hz)

1280 x 960 (60Hz, 85Hz)

1280 x1024 (60Hz, 75Hz, 85Hz)

1600 x 1200 (60Hz, 75Hz, 85Hz)

Virtual Storage (USB disk)

1.44M floppy disk
8MB RAM disk
CD-ROM (iso files)

Rack Mount Supports 1U kit (parallel configurations of 2 devices are
available).
Configuration Metal case, black coating
Power Supply | Input Rating DC5V
Power DC5YV, 2A
Consumption
Dimensions W x D x H [mm] 193 x 124 x 40
Weight [0] 785 (The main device only)
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4.2 RJ45 Connector Signal Assign

4.2. RJ45 Connector Signal Assign

Console Port

L

8 1 |
" " " " " " " " Terminal Console Ethernet
Number
1 RTS TX+
2 NC TX-
T S
4 GND NC
1 8 5 GND NC B
6 RxD RX- 3
7 NC NC =
_Ll_rl_ 8 CTS NC o
o
7

Ethernet Port

4.3. Operational Environment

ltems

Ambient Temperature While operating: 0 to 40°C

While being stored: -20 to 60°C

Ambient Humidity While operating: 10 to 80% RH (no condensation)

While being stored: 5 to 90% RH (no condensation)

Temperature conditions: For 40°C or under, maximum 90% RH
: For 40 to 60°C, inversely proportional

until 50% RH

Vibration Resistance JIS C 0040 (10 to 55 to 10Hz/min, 1.5mm)
Shock Resistance JIS C 0041 (10G to 11ms)
Conformance FCC class B, VCCI, cTUVus, CE
Electrostatic Resistance | Testing Standard : IEC61000-4-2

Body : Contact - At least £6 kV

: Air - At least £8 kV
RJ45 signal line : Contact - At least +2 kV
: Air - At least £2 kV

4.4. Optional Accessories

Name Model Number Note

Composite cable for server connection | NC70005-2001RS

(2m)

USB cable (2m) NC70002-2001RS

RJ45_D_Sub g_pin Cross Conversion FP'ADOOQRJX One adapter iS attached.
Adapter

RJ45_D_Sub 25_p|n Cross Conversion FP-ADOZSRJX One adapter iS attached.
Adapter

AC Cable for USA NC14004-B077

AC Cable for EUROPE NC14004-B078

AC Cable for UK NC14004-B079
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Chapter 5 - Troubleshooting

This chapter provides problem-solving method that may occur when using this
product.

Contents
5.1 Troubleshooting page 144
5.1.1 LED Confirmation page 144

5.1.2 Cannot Power On the Device page 144
5.1.3 Cannot Access the Serial Console

page 145
5.1.4 Cannot Operate the Device Locally

page 145
5.1.5 Cannot Access the Web page page 145
5.1.6 Cannot Login to the Setting Page page 146
5.1.7 VNC Connection is not Performed page 147
5.1.8 The Numeric Keypad Does Not Work Properly

page 149
5.1.9 The Mouse Does Not Work page 149
5.1.10Mouse Cursor is Not Move Coinstantaneously

page 150
5.1.11 Fail to Recognize the Virtual Disks

page 151
5.1.12 Host Server Mouse Moves Slow page 152
5.1.13 Increase Image Quality page 156
5.1.14 Specify a Notebook Computer as Host
Server page 160
5.1.15 Error during the Firmware Uploading

page 160

5.2 Technical Support page 162
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5.1 Troubleshooting

5.1. Troubleshooting

This section provides examples of possible problems and methods for solving while
using this product.

5.1.1 LED Confirmation

® Did you check LEDs at front/rear of this product?

Check LEDs at front/rear of this product if trouble occurs. By using LEDs, it is

possible to monitor power supplies and network problems.
Refer to 1.3.1 Rear (page 4)
Refer to 1.3.2 Front (page 6)

Section | LED Status | Problem Solving
1 Power Off Power adapter might be disconnected.
LED Connect the power adapter.
2 Ethernet Off Ethernet port link is not established.
Link LED Check the connection with network devices such
as router and hubs etc.
3 Ethernet Off This LED blinks when network access to this
Act LED product is occurred.
If access failure occurs, the LED turns off.

5.1.2 Cannot Power On the Device

® |s the power adapter connected?

Make sure to use the provided power adapter.

® |s power being supplied to the outlet?
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5.1.3

5.1.4

5.1.5

5.1 Troubleshooting

Cannot Access the Serial Console

Is the serial connection setting correct?

Make sure to set emulator application (Tera Term, etc.) connection as follows.

Conditions for Communication Value
Baud Rate 115200bps
Data Length 8hit

Parity none

Stop Bit 1bit

Are you using the correct conversion adapters and cables?

Check the conversion adapters (D-sub—RJ45, etc.) and cables being used

support serial console COM port. Optional conversion adapters are available.

Refer to 1.5.4 Serial Console Connection (page 12)

Cannot Operate the Device Locally
Are the video monitor, keyboard and mouse correctly connected?

Make sure that they are connected to the local port.
Refer to 1.5.2 Connection to the Host Server (page 10)

Cannot Access the Web page

Is the UTP cable shorter than specified limits?

The 10BASE-T and 100BASE-TX cable length must be shorter than 100m.

Make sure they are no longer than that.

Is the cable correctly connected?

Make sure that the Cat5 cable is connected to the Ethernet port.
Refer to 1.5.2 Connection to the Host Server (page 10)

If the network link is established, the LED in front of the device is on.

Is the network device power on?

Bunooysa|qnosy
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5.1 Troubleshooting

® |s the IP address specified?
Check the specified IP address using the serial console.

If not, specify the IP address using serial console.
Refer to 2.2 Set the IP Address (For Initial Installation) (page 15)

5.1.6 Cannot Login to the Setting Page

® |s Cookie enabled?

If you disabled cookie in the browser such as Internet Explorer, Mozilla, Firefox,
Opera, and Netscape, you cannot login to the setting page.

Cookie setting method is described below.

For Internet Explorer 6.0
Click [Tools] menu — [Internet Options] and the following dialogue box
is displayed.Click [Privacy] tab and move the slider to setup of cookie in
the dialogue box.

—
=
o
c
=2
D
(2]
>
o
Qo
=
>
«Q

Move the slider except for the setting of "Block All Cookies" and click
[OK] button.

Generall Securty  Privacy | Contentl Connectionsl F'rogramsl .ﬁ.dvancedl

~ Settings

F Move the slider to select a privacy sething for the [ntermet

8 zone
| High

- il - Blocks cookies that do not have a compact privacy policy
_ i - Blocks cookies that use perzonally identifiable infarmation
without your explicit congent

Sites... I Import... Adianced...l Lefault I

— Pop-up Blocker
@ Frevent most pop-up windaws fron appearing.

¥ Elock pop-ups Settings... |

Qg | Cancel | Apply |
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5.1 Troubleshooting

5.1.7 VNC Connection is not Performed

® |s the Java applet installed?

If the VNC connection is not performed from the web page, make sure that the
Sun Java applet is installed in the remote terminal unit.

For Internet Explorer 6.0
Click [Tools] menu — [Internet Options] — [Advanced] tab to confirm
that Java Sun [Use JRE 1.x.x_xx for <applet> (requires restart)] is
checked. (x is vgrsion No.).

Internet Options 2=

Generall Secu I F'rivac:_l,ll Contentl Eonnectionsl Programs ~ Advanced

Setftings: —_|~:
o

&1 HTTF/1 1 settings a] S
2 HTTP 1.1 g

O L's= HTTP 1.1 through prosy connections =5

é; Jafa [Sun) 8
Jze JRE 1.5.0_05 for <applety [requires restart] g

8, Multimedia @

[0 Dan't dizplay online media content in the media bar
Enable Autarmatic Image Resizing

Enable Image Toolbar [requires restart)

Play animationz in web pages

Play zounds in web pages

Play videos in web pages

O Show image download placehalders

Shaow pictures

Smart image dithering

(ﬁ Frinting -
| | 3
Bestore Defaults |

0k I Cancel | Spply |

If not installed, download the Java applet from the following web site and install
it.

http://www.java.com/ (Download page for the Sun Microsystems and Java
software).
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5.1 Troubleshooting

® Network Error is Displayed

If the following error is displayed and the VNC window closes every time the
VNC connection is performed, reset (disconnect and reconnect the power
adapter) this product.

%‘ naname

Metwork error: remote side closed connection

| Java fApplet Window

If you connected via the network, click the [Reboot Myself] button in the
firmware management page.

—
=
o
c
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D
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>
o
Qo
=
>
«Q

Flash/Firmware Management

Version Numbers

|Cumpunent |Versi|:|n / Release
|System firmw are |V1L20ES

[cal component [wiLz0ES

|Linu>< Kernel |Linu>< version 2.4.20-pre?
[System FPGA 3z

|F‘S/2 Microcontroller |29

|Ps/2 CcPLD l2

Upload New Firmware
WARNING: Do not turn off power before the operation completes successfully!

File to upload:

I Browse... |

Upload firmware |

System Reboot
After installing new firmware, you may want to reboot:

Reboot self |

After rebooting, log on to the device from the web page again and perform the
VNC connection.
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5.1.8

5.1.9

The Numeric Keypad Does Not Work Properly

Are the NumLock LEDs in the remote terminal and VNC screen in the
same status?

If the NumLock LED status in the VNC menu window is not same as that in the
remote terminal unit, the Numeric Keypad does not work properly.

ﬁu!100qsa|qn01_|_

Click NumLock once out of the VNC screen to conform the setting.

The Mouse Does Not Work
Perform [PS/2 Reset] or [USB Replug].

If the USB keyboard/mouse is disabled (connecting PS/2 status), click the [PS/2
Reset] button in the VNC menu window to reset PS/2 emulation.
Refer to 2.5.3 Menu Window (page 34)

If the USB keyboard/mouse is enabled, click the [USB Menu] button in the VNC
menu window and display the USB Menu window. Click the [do] button in the
USB Replug and disconnect and reconnect the USB connection.

Refer to 2.5.9 USB Setting Window (page 47)
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5.1 Troubleshooting

5.1.10 Mouse Cursor is Not Move Coinstantaneously

® Are the [Acceleration] settings and the [Move to Default Button] settings
for the host server mouse disabled?

To align the remote terminal and host server cursors, disable [Acceleration] and
the [Move to Default Button] settings.

S

» For Windows OS based host servers

Click [Control Panel] - [Mouse] and display the mouse properties.
For Windows 2000
— Speed: Middle, Aceleration: None
— Snap to default: Clear the check box
2|

Buttonsl Pairters  Mation |Hardware|

—Speed

Adjust how fazt your pointer moves
Slaw Efa Fast

— Acceleration

Adjust how much your pointer accelerates as
you move it faster

" Low " Medium " High

—Snap to default

EK@ pointer ta the default button in dialog boxes

Clear the check ba

QK I Cancel | Apply |

For Windows XP and Windows Server 2003
— Motion: Middle,
Enhance Pointer precision: Clear the check box
— Snap To: Clear the check box

Buttons | Pointers  Pointer Options |Whee|| Hardware |

r~ Mation

=" Select a pointg

Clear thecheck boi

i~ Wizibility
[~ Dizplay pointer trails
Shet —————— J Lang

E:‘ W Hide poirter whils typing

[ Show lacation of painter when | press the CTRL key
’TI Cancel Lpply
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5.1 Troubleshooting

(> For RedHat Linux (GNOME) Based Host Server.

Click [Preferences] - [Mouse] and display the mouse preferences.

— Aceleration: Middle (For slowish side)

Buttons |Cur50r5| Mation |

Speed N
Acceleration: Slow &= =) - Fast
Sensitivity:  Low [i—/ High

Set the speed of your pointing device.

Drag and Drop
Threshold: Small [:] Large

Set the distance you need to move your cursor
before dragging an item.

sy

5.1.11

If the PS/2 keyboard/mouse is enabled.

When the PS/2 keyboard/mouse is enabled and the host server is Windows OS
based, before log in the mouse cursor will not align.

Fail to Recognize the Virtual Disks
Perform USB Replug

If the access error occurred in VNC screen click [Menu] and [Disk Ctrl] button in
the VNC menu bar to display disk operating window, click [USB Replug] button.
After that operation, click the [Insert] button and check whether the host server
recognizes the virtual disk.

x|

Status: Inserted: 1.44M Floppy

Access: 0/0 (r/w)

Insert| Eject

Bunooysa|qnosy
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5.1.12 Host Server Mouse Moves Slow
® Adjust the transmission capacity in the band width setting

Click [Menu] button in the VNC menu bar to display the menu window. Click the
B/W: button and perform the band width setting.

Each setting button corresponds to the following value.
[Min]:  Specify the capacity of transmission to below 700kbps.
[Avg]:  Specify the capacity of transmission to below 4Mbps.
[Fast]: Specify the capacity of transmission to below 12Mbps.
[Auto]:  This product sets the value automatically.

If you feel the host server display speed is slow from mouse pointer movements,
specify the value as [Avg] or [Fast].

BunooysajgnoiL
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5.1 Troubleshooting

® Perform VNC login (faster)
Unencrypted VNC connection improves the processing speed.

Click [VNC login and Timer] — [Display VNC login (faster)] and “Accept “in
[Display VNC login (faster) at menu item].
Display VNC login (faster)

Display YNG login (faster) at menu item; [Reject =]

YNNG Password Policy

_|

=

; " ; wie A P " o
The item "VNC login (faster)" is displayed after selecting "Accept" as below. =1
A noname (192.168.0.100); SERYIS IP-K¥M Lp Converter - Microsoft Internet Explorer == x| g
Eile Edit Wiew Favaorikes Tools  Help | !.;' o0
OEack - i) I_Ll Igl ;‘J /-?Search ‘:\\7 Favorites 6‘?‘ = ‘j“ ,8..
Adiress [&] hitps:/192.163.0. 100jnphthe cgifindex_e.hml B |Lmks = 5
«Q

SERVIS IP-KVYM (FX-7001NP : VYersion V1L13 )
This Machine is "noname"@192.168.0.100(00:e0:00:ee:04:0d).

VNC login and Timer

Display VNC login (faster)

more secure

= MNetwork Setting Display VMG login (faster) at menu item: [Accept ]
» IP Address
and DNS VNC Password Policy
= Port Mumbers  _|
= Firewall Disabled (default) =
= SHMP
Configuration —
. Securitv Setting |Tru5t SSH Tunnels (defﬂult)_l
= Lser

Managernent Access Sharing Policy

= Idle Sessjon

Timeout |Disah|ed - Use regular give/take method (default) LI
= WMNC Operation .
Setting VNC Idle Timeout -

« YN login and

m - Timeout time: 5 seconhds Commit Change

4 e =l

Login name:admin(192.168.0.175)
User(s) in Web login: admin®,

User(s) in WMC login: Update state)

E_'] PFrogress: Creating 55L socket... ’_ ,_ ’_ ,_ Fg 0 Internet

Click “YNC login (faster)” to connect VNC without encryption.
Keep in mind are inferior in respect of security.
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® Specify the noise filter setting.

Image data transmitted from host server includes noise. It increases the volume
of transmit data and operation may be delayed.

Click the [On] button of the Noise Filter setting in the Video Tune window.
Specify the value between 1 and 31 for transmission rates.

1 Increase the filtering value, ¥: Decrease the filtering value

BunooysajgnoiL
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® Perform auto-setting for the Sampling Phase

Auto setting of the Sampling Phase improves the processing speed.

ﬁu!100qse|qn01_|_

The following dialogue box is displayed and auto-setting is performed.
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5.1 Troubleshooting

5.1.13 Increase Image Quality
® Perform auto-setting of Video Tune.
Optimize the image quality to improve processing speed.

Click the [Menu] button in the VNC menu bar to display menu window. Click the
[Video Tune] button and the Video Tune window is displayed.

x|
System ID —Server Info
Mouse Resyn Host power :0N
PS/2 Reset Video mode : 800x600 @ 60Hz
g' USBE Menu KB mouse I/F:P5/2156
% Video Reset LED State : [Num][Caps][5cr]
% Take Ctrl —Machine Info
%‘. Videa Tune Power In: 1l:unpluged 2:pluged
< Vi rtl(!s My IP :192.168.0.100
Disk Ctrl Time: 1 May 2006 06:12:01 +0000
Menu Bar —Tx Info
KVM Menu Tx rate/delay :
B/W: : I'"'I'in| .iwg| F--.-lst| Al..n:a|
— Thumbnails
Thumbnails : 1,.fz| 1,!4| 1_,!3| 1_,.'15|

Display the following test pattern on the host server.

J https://192.168.0.100/images pattern.png - Microsoft Internet Explorer I ]
Eile Edit Wiew Favorites Tools Help | l?
OBack = 2 lﬂ ﬂ d ‘ /- ) Sarch < Favorites £ | N S

Address [ 2] https:jf192, 168.0.L00fmages/pattern.prg B |us »

N

INMPORTART: Don’tresize or scals this imzge.

=
[l pone Y S

Obtain the test pattern for Video Tunes from the URL below.
Then prepare this pattern in the host server.
https://IP address for this product/images/pattern.png
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5.1 Troubleshooting

Click the [Auto Everything] button in the All Setting item of the video tune
window.

x|

—H-¥ Position

* * Defau'lt‘ Aut{:‘ Save‘

—Color Offset & GCain

Fact{:ry‘ Aut{:‘ Save‘ Advanced

—Sampling Phase

Current phase:23/32 Auto

—A&11 Settings

Changes/frame: -nil- m
—Noise Filter

on| off| 4 J Filtering:0ff

—
=
o
c
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D
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=
>
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[Found test pattern. Working...] dialogue box is displayed during the
auto-setting as follows. The setting takes about 20 seconds.

=lofx|

‘LNm}[wusJ[f‘UJ 289 Kbps/14.6ms Menu M-Resyn Ctl-Alt-Del VirtKeys PS/Z LSH KWM KVM-RST Video-RST Autosync

System 1D —Server Info

Mouse Resyn Host power :0ON

PS/2 Reset Video mode :1024x768 @ 60Hz
USB Menu KB mouse I/F:P5/2158
Video Reset LED State : [Num][Caps][Scr]
Take Ctrl —Machine Info

Found test pattern. Working...

—hv Pus;inn [ ] [ ]
& = Default| Auto| Save|
+

—Color Offset & Gain

Factory| Auto| Save| Advanced

— sampling Ph:
Current phase:15/32 Auto

—A1 settings

Changes/frame:247.47  GRGRElyiailye) “HNHH “H““H ‘ ‘ ‘ ‘ ‘ HH“HNH H“HH“HH“HHW H“HH“HH“HHW

—Noise Filter IMPCRTANT: Don't resize or scale this image.

on| off| 4 d Filtering:0ff

OO0 |=Esd AR |lanr XsRE|@

& start| |[i] pattern.png - window... [ 2 104amn

[Java Applet Window

Click [Save] button after the [Auto Everything].
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® Specify the noise filter setting

Image data transmitted from the host server includes noise. It increases the
volume of transmit data and operation may be delayed.

Click the [On] button of the Noise Filter setting in the Video Tune window.
Specify the value between 1 and 31 for transmission rate.

1 Increase the filtering value, ¥: Decrease the filtering value

BunooysajgnoiL
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® Tune the Offset and Gain value

Click the [Menu] button in the VNC menu bar to display the menu window. Click

[Video Tune] — [Advanced] button, tune Red, Green and Blue offset and Gain
value in the following window.

o

Click the following symbols to change the value.

Symbol

Setting value

Decrease the setting value (-10)

Decrease the setting value (-1)

Increase the setting value (+10)

Increase the setting value (+1)

Offset: The value is set to 0.
Gain: The value is set to 0.

e o |

Offset: The value is set to 127.
Gain: The value is set to 255.

Adjust the Red, Green and Blue Offset and Gain value with monitoring the

display.

Click the [Save->Preset] button to save the new setting. After the
[Save->Preset] button is displayed in gray, click any number button of 1 to 16.
The new setting saved in that number.

ﬁu!100qse|qn01_|_
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5.1 Troubleshooting

5.1.14 Specify a Notebook Computer as Host Server
® Check specifications for the external video output

Enable the use of the external video output to use a notebook computer as a
host server.

Some notebook computers do not support the external video output in any
mode.

Refer to the user's manual for the notebook computer.

5.1.15 Error during the Firmware Uploading
® |f this product does not start up, disconnect the connector once
When the [FAILED] message is displayed as follows while firmware is

uploading in [Flash/Firmware Management] of the web page, this product may
not be started up.
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Writing to flash

Progress

Starting...
File contents: PS-/2 Micro (2)
Release date: December 20-2005
Total size: 10874 bytes
Upgrading on-board PS-2 Microcontroller (2).
Unable to syvnc ws MOT.
FAILED

Update failed: chip may now be corrupt (so try again).

Done (FAILED).

Click here when completed.

Click here for page reload (if not automatic).

Perform following recovery method in such a case.
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5.1 Troubleshooting

Recovery Method

Disconnect the power adapter and PS/2 connecter from the server.
And then reconnect the power adapter and PS/2 connecter to the server in this

order.
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V (1) Disconnect the power adapter
(2) Disconnect the PS/2 connecter
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n (3) Connect the power adapter
(4) Connect the PS/2 connecter

Connect to the host server from the remote terminal and make sure that the
keyboard and mouse work properly.

If the product does not operate properly after using these recovery methods, please
contact Fujitsu Comportment Customer Service and Support Center.
Refer to 5.2 Technical Support (page 162)
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5.2 Technical Support

5.2. Technical Support

< Inquiry about our products>

FUJITSU COMPONENT LIMITED
Marketing Department
TEL: 81-3-5449-7006, Fax: 81-3-5449-2626

E-mail: promothg@fcl.fujitsu.com
URL: http://www.fcl.fujitsu.com/en/

< Inquiry about repairs and failures>

FUJITSU COMPONENT LIMITED Customer Service & Support Center

TEL: 0120-810225 *Contact by mobile phones, automobile telephones and PHSs
are supported.

E-mail: servis-center@fcl.fujitsu.com

Business Hours: 9:00 - 12:00, 13:00 - 17:00

(Every day except Saturdays, Sundays and public holidays.)
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